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APPROACH FOR MANAGING ACCESS TO
DATA ON CLIENT DEVICES

RELATED APPLICATION

This application is related to U.S. patent application Ser.
No. 12/252,320 entitled “Approach For Managing Access To
Electronic Documents On Network Devices Using Docu-
ment Retention Policies And Document Security Policies,”
filed Oct. 15, 2008, and also to U.S. patent application Ser.
No. 13/226,284 entitled “Meeting Arrangement With Key
Participants And With Remote Participation Capability,” filed
Sep. 6, 2011, and also to U.S. patent application Ser. No.
13/226,314 entitled “Meeting Planner,” filed Sep. 6, 2011,
and also to U.S. patent application Ser. No. 13/226,334
entitled “Post Meeting Processing,” filed Sep. 6, 2011, and
also to U.S. patent application Ser. No. 13/037,252 entitled
“Electronic Meeting Management For Mobile Wireless
Devices With Post Meeting Processing,” filed Feb. 28, 2011,
and also to U.S. patent application Ser. No. 12/884,019
entitled “Electronic Meeting Management System For
Mobile Wireless Devices,” filed Sep. 16, 2010, and also to
U.S. patent application Ser. No. 12/813,436 entitled “Secu-
rity System For Managing Information On Mobile Wireless
Devices,” filed Jun. 10, 2010, and also to U.S. patent appli-
cation Ser. No. 13/528,642 entitled “Approach For Managing
Access To Data On Client Devices,” filed herewith, and also
to U.S. Pat. No. 8,732,792 B2 entitled “Approach For Man-
aging Access To Data On Client Devices,” filed herewith, the
contents of which are incorporated by reference in their
entirety for all purposes as if fully set forth herein.

FIELD OF THE INVENTION

This invention relates generally to scheduling technology,
and more specifically, to a system for meeting management
and techniques for controlling access to electronic documents
on mobile devices.

BACKGROUND

The approaches described in this section are approaches
that could be pursued, but not necessarily approaches that
have been previously conceived or pursued. Therefore, unless
otherwise indicated, the approaches described in this section
may not be prior art to the claims in this application and are
not admitted to be prior art by inclusion in this section.

The widespread proliferation of network devices, such as
telephony devices, tablet computers and personal digital
assistants (PDAs), has increased connectivity and enhanced
collaboration. In some instances, network devices execute
meeting and scheduling applications to facilitate scheduling
and group collaboration within or across organizations. For
example, a rudimentary scheduling system may allow a user
to view a schedule, send meeting invitations, and maintain a
task list. However, scheduling, preparing for a meeting, pre-
senting the meeting, and following up the results of the meet-
ing, are often cumbersome tasks that may be bogged down by
various inefficiencies.

SUMMARY

An approach is provided for managing access to a particu-
lar electronic document. A device management system
receives, from a client device, a request to access a particular
electronic document. A determination is made, from a plural-
ity of policies, of one or more policies that apply to the
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particular electronic document, wherein the one or more poli-
cies specify one or more download and processing restric-
tions to be enforced with respect to the particular electronic
document at client devices. A determination is made, based
upon the one or more download and processing restrictions to
be enforced with respect to the particular electronic document
at client devices, that user authentication is required to down-
load the particular electronic document to the client device. In
response to determining that user authentication is required to
download the particular electronic document to the client
device, determining whether a user of the client device is
authorized to download the particular electronic document. In
response to determining that the user of the client device is
authorized to download the particular electronic document, a
determination is made of one or more attributes of the client
device to which the particular electronic document is to be
downloaded, and a determination is made, based upon the one
or more attributes of the client device to which the particular
electronic document is to be downloaded, whether the client
device is currently configured to enforce the one or more
download and processing restrictions with respect to the par-
ticular electronic document. In response to determining,
based upon the one or more attributes of the client device to
which the particular electronic document is to be down-
loaded, that the client device is currently configured to
enforce the one or more download and processing restrictions
with respect to the particular electronic document, then pro-
viding the particular electronic document to the client device.
The approach may be implemented as a computer-imple-
mented method, by an apparatus, system or device, or by a
computer-readable medium storing instructions which, when
processed by one or more processors, implements the
approach.

BRIEF DESCRIPTION OF THE DRAWINGS

In the figures of the accompanying drawings like reference
numerals refer to similar elements.

FIG. 1 is a block diagram that depicts an example security
system for managing information on mobile wireless devices.

FIG. 2 is a block diagram that depicts an example mobile
wireless device.

FIG. 3 is a block diagram that depicts an example archi-
tecture of a mobile wireless device.

FIG. 4 is ablock diagram that depicts an example hardware
architecture for a mobile wireless device.

FIG. 5 depicts an example exit system.

FIGS. 6A and 6B are example policy data tables main-
tained by a policy manager.

FIG. 6C is an example policy data table maintained by a
policy manager that includes policy data defined for particu-
lar data attributes.

FIG. 7 is a flow diagram that depicts an approach for
powering on and registering a mobile wireless device.

FIG. 8 is a flow diagram that depicts an approach for
managing information on mobile wireless devices.

FIG. 9 is a message ladder diagram that depicts example
message interactions between an exit system, a personnel
information manager and a device manager to determine
whether the user is the registered owner of the mobile wire-
less device.

FIG. 10 is a message ladder diagram that depicts example
message interactions between an exit system, a personnel
information manager and a policy manager to determine
whether the user is authorized to remove a mobile wireless
device from the building.
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FIG. 11 is a message ladder diagram that depicts example
message interactions between an exit system, a personnel
information manager, a policy manager, a document manager
and a device manager to cause the deletion from a mobile
wireless device of information that is not authorized to be
removed from a building on mobile wireless devices.

FIG. 12 is a block diagram of a computer system on which
embodiments may be implemented.

FIG. 13 depicts the use of a mobile wireless device to
conduct an electronic meeting among participants.

FIG. 14 depicts an example display for a mobile wireless
device.

FIG. 15 depicts example contents of a file specifier.

FIG. 16 depicts an example interaction between the main
common display area of a mobile wireless device and a device
management system as a user interacts with the main com-
mon display.

FIG. 17 depicts an example implementation of the device
manager 118 for managing meetings on mobile wireless
devices.

FIG. 18 is a flow diagram that depicts arranging an elec-
tronic meeting among mobile wireless devices using a meet-
ing support system.

FIG. 19 depicts an example structure of a meeting session
management system.

FIG. 20 is a message ladder that depicts example interac-
tions between a meeting session manager and several mobile
wireless devices via the main common display.

FIG. 21A depicts an example meeting arrangement request
form used by a user to request a meeting arrangement.

FIG. 21B depicts an example presentation of meeting
options that are determined in response to receiving a meeting
arrangement request from a user.

FIG. 21C depicts an example meeting request form used to
invite potential participants to attend a meeting.

FIG. 21D depicts an example invitation form received by
potential participants that may be used to respond to a meet-
ing request.

FIG. 22 is a flow diagram that depicts an approach for a
mobile wireless device to delete data associated with a meet-
ing that has concluded.

FIG. 23 is a flow diagram that depicts example functions
performed by a device management system upon conclusion
of a meeting.

FIG. 24 is a flow diagram that depicts an example approach
for storing meeting-related information and generating meet-
ing information that may be, for example, in the form of a
meeting report.

FIG. 25 depicts an example meeting record or report.

FIG. 26 is a flow diagram that depicts an approach for a
scheduling system to display meeting options based on
scheduling information.

FIG. 27 is a flow diagram that depicts an approach for a
scheduling system to generate meeting option data based on
participant availability.

FIG. 28 depicts an example meeting planning form used by
a user to plan for a meeting.

FIG. 29 is a flow diagram that depicts an approach for a
meeting system to obtain and store planning information.

FIG. 30 depicts an example display that may be shown and
updated during a meeting.

FIG. 31 is a flow diagram that depicts an approach for
extracting and setting up task information.

FIG. 32 is a block diagram that depicts an example corpo-
rate communication and scheduling system.

FIG. 33 depicts a device classification table.
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FIG. 34 is a message ladder diagram that depicts example
messages exchanged between a mobile wireless device and a
device management system to manage access to data on a
mobile wireless device.

FIG. 35 is a message ladder diagram that depicts example
messages exchanged between a device management system
and a mobile wireless device to perform a device qualification
check of the mobile wireless device.

FIG. 36 is a flow diagram that depicts an approach for
performing a device qualification check according to an
embodiment.

FIG. 37 is a flow diagram that depicts an approach forusing
policies to manage access to data on the mobile wireless
device.

DETAILED DESCRIPTION

In the following description, for the purposes of explana-
tion, numerous specific details are set forth in order to provide
a thorough understanding of the present invention. It will be
apparent, however, to one skilled in the art that the present
invention may be practiced without these specific details. In
other instances, well-known structures and devices are shown
in block diagram form in order to avoid unnecessarily obscur-
ing the present invention. Various aspects of the invention are
described hereinafter in the following sections:

1. Overview

II. System Architecture

A. Mobile Wireless Devices

B. Exit System

C. Device Management System

D. Corporate Communication and Scheduling System
E. Meeting System

II1. Mobile Wireless Device Power on and Registration

IV. Managing Information on Mobile Wireless Devices

V. Low Power Considerations

V1. Implementation Mechanisms

VII. Meeting Management

A. Participant Authorization

B. Sharing Information Among Mobile Wireless
Devices

C. Arranging Meetings Among Mobile Wireless
Devices

D. Post Meeting Processing

VIII. Automatic Meeting Option Determination

IX. Meeting Planning and Presentation

X. Decision and Action Item Processing

XI. Managing Access to Electronic Documents on Client

Devices
1. Overview

A device management system is provided for managing
electronic meetings on mobile wireless devices. The device
management system includes a meeting support system that
is configured to receive a request for an electronic meeting
from a mobile wireless device that corresponds to a meeting
organizer. The request specifies a plurality of participants for
the meeting. The device management system generates and
transmits a plurality of electronic meeting invitations to a
plurality of mobile wireless devices that correspond to the
plurality of participants. The device management system
receives a plurality of responses from the mobile wireless
devices indicating whether the plurality of participants will
attend the electronic meeting. The device management sys-
tem receives, from the mobile wireless device, identification
data that identifies one or more documents or information that
will be made available to the plurality of participants via the
plurality of mobile wireless devices. The meeting support
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system determines whether the plurality of participants is
authorized to access the one or more electronic documents or
information. This may include, for example, determining
whether the plurality of participants have sufficient access
rights to satisfy one or more access policies that apply to the
one or more electronic documents or information. If the meet-
ing support system determines that any of the participants are
not authorized to access any of the electronic documents or
information, the meeting support system notifies the meeting
organizer. The device management system may also include a
meeting session management system that is configured to
share information among the plurality of mobile wireless
devices. More particularly, information entered via one or
more of the mobile wireless devices, e.g., via a graphical user
interface, is shared with the other mobile wireless devices of
the meeting participants.

The system may also include a location system that is
configured to detect that a user has requested to leave a
specified location. The location system is also configured to
detect that a particular mobile wireless device is in proximity
to the user. The device management system is configured to
determine whether the user is authorized to remove the
mobile wireless device from the specified location. If the user
is not authorized to remove the mobile wireless device from
the specified location, the device management system signals
the location system to prevent the user from leaving the speci-
fied location with the mobile wireless device. If the user is
authorized to remove the mobile wireless device from the
specified location, then the device management system deter-
mines, based upon policy data that specifies attributes of
information that should not be removed from the specified
location on mobile wireless devices, information on the
mobile wireless device that is to be rendered inaccessible. The
device management system is further configured to cause the
determined information on the mobile wireless device to be
rendered inaccessible. Rendering information on the mobile
wireless device inaccessible may include, for example, delet-
ing the information, encrypting the information or re-en-
crypting the information. In this manner, the system provides
better control over information stored on mobile wireless
devices and is particularly helpful in preventing unauthorized
information from being removed from a specified location.
Embodiments are described hereinafter in the context of man-
aging information stored on mobile wireless devices upon
exit from a building, but the invention is not limited to this
context and is applicable to managing access to information
stored on mobile wireless devices when leaving any location.

The device management system may be further configured
to manage access to electronic documents on client devices
using policies. The policies specify one or more download
and processing restrictions to be enforced with respect to the
particular electronic document at client devices for example,
particular hardware and software configurations that are
required at client devices before data is permitted to be down-
loaded to those client devices. The policies may also specify
other requirements that must be satisfied before data is per-
mitted to be downloaded to those client devices, for example,
user authentication.

II. System Architecture

FIG. 1 is a block diagram that depicts an example system
100 for managing meetings on mobile wireless and other
network devices. System 100 includes a device management
system 102, an exit system 104, corporate communication
and scheduling system 120, meeting system 122, and mobile
wireless devices 106, 108, communicatively coupled via a
network 110. Network 110 may be implemented by any
medium or mechanism that provides for the exchange of data
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between device management system 102, exit system 104,
corporate communication and scheduling system 120, meet-
ing system 122, and mobile wireless devices 106, 108.
Examples of network 110 include, without limitation, a net-
work such as a Local Area Network (LAN), Wide Area Net-
work (WAN), Ethernet or the Internet, or one or more terres-
trial, satellite or wireless links. The mobile wireless devices
106, 108, exit system 104 and device management system
102 are described in more detail hereinafter.

A. Mobile Wireless Devices

Mobile wireless devices 106, 108 may be implemented by
any type of mobile wireless device. Examples of mobile
wireless devices 106, 108 include, without limitation, a lap-
top computer, a tablet computer, a cell phone and an MP3
player.

FIG. 2 is a block diagram that depicts an example mobile
wireless device 200 used with the system 100 of FIG. 1. In this
example, mobile wireless device 200 includes a power switch
202 for powering on and powering off the mobile wireless
device 200. Although powered-off, the mobile wireless
device 200 may maintain wireless contact with the device
management system 102. Mobile wireless device 200 also
includes a solar panel 204 for charging an internal battery of
the mobile wireless device 200, as well as a battery monitor
206 for monitoring the state of the internal battery. The bat-
tery monitor 206 may also indicate whether the internal bat-
tery is being charged by the solar panel 204 and may indicate
additional information, such as a current voltage supplied by
the solar panel 204. Mobile wireless device 200 includes a
screen/touchpad 208 for displaying information and for
receiving user input. The screen/touchpad 208 may include a
dedicated area with controls for controlling the display of
pages and/or for entering information and characters. Mobile
wireless device 200 also includes a biometric input 210 for
receiving biometric information from a user. The biometric
input 210 may be, for example, a touchpad for receiving a
finger print of a user. The biometric information may be used
to authenticate a user to provide enhanced security over
simple password protection. Pen & holders 212, 214 provide
devices for users to write and/or select GUI objects on screen/
touchpad 208. A microphone 216 accepts audio input, as does
a MIC In (input) 218. Mobile wireless device 200 also
includes a headset jack 220 and a home position button 222.
Mobile wireless device 200 may include other features and
components, depending upon a particular implementation
that are not depicted in FIG. 2 or described herein for pur-
poses of explanation. Example additional features include,
without limitation, communications ports, such as Ethernet,
Firewire and USB ports, one or more power outlets, a camera,
a mute button, a removable protective cover and various user
input controls, such as buttons, sliders, control wheels, touch-
pads, joysticks a keypad and a keyboard. The physical dimen-
sions of mobile wireless device 200 may vary depending
upon a particular implementation and the invention is not
limited to any particular physical dimensions. One example
set of dimensions is about 8 inches wide, by about 11 inches
in height, by about 0.1 to 0.3 inches thick.

FIG. 3 is a block diagram that depicts an example archi-
tecture 300 for mobile wireless device 200. In this example,
architecture 300 includes several different types of modules
that may be implemented in discrete hardware elements,
computer software, or any combination of discrete hardware
elements and computer software. Furthermore, mobile wire-
less devices 106, 108 may include additional elements that
are not depicted in the figures or described herein for purposes
of brevity.
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Architecture 300 includes a display module 302 that con-
trols displaying information on the screen/touchpad 208 and
for processing user input detected on the screen/touchpad
208. Communication module 304 manages communications
between the mobile wireless device 200 and other devices on
network 110, such as device manager 118, including selection
of communication protocol. Mobile wireless device 200 may
communicate using a wide variety of wireless communica-
tions and protocol and the invention is not limited to mobile
wireless devices on any particular wireless communication
method or protocol or any particular frequency range.
Example wireless communication methods and protocols
include, without limitation, cellular telephony communica-
tion methods (3G, 4G, etc), 802.11x, 802.15x and Bluetooth.
Mobile wireless device 200 may also change communication
methods to adapt to different systems or geographical areas.

Battery management module 306 monitors the state of the
internal battery and the charging of the internal battery by the
solar panel 204 and also manages power consumption to
maximize battery life. For example, the battery management
module 306 may manage wireless communications and the
brightness of the screen/touchpad 208 to maximize battery
life. The battery management module 306 may also cause
messages to be displayed on the screen/touchpad 208 to
notify a user of a low battery state. The security module 308
manages various aspects of security for mobile wireless
device 200. For example, the security module 308 manages
the encryption and decryption of information stored on
mobile wireless device 200. The security module 308 may
also control access to information based upon access policies
managed by the device management system 102. For
example, the security module 308 may grant or deny access
by a particular user to information based upon the user’s
authorization level and policies that specify the information
that corresponds to the authorization level. The security mod-
ule 308 may also render inaccessible information on the
mobile wireless device 200 in response to signals from the
device management system 102. A biometric identification
module 310 manages the identification of users/owners of the
mobile wireless device 200 based upon biometric informa-
tion received from biometric input 210. A document manage-
ment module 312 manages documents on the mobile wireless
device 200. This may include, for example, downloading
documents and information from the device management
system 102 to the mobile wireless device 200 and managing
versions of information stored on the mobile wireless device
200. A system module 314 manages all other functions of the
mobile wireless device 200. The modules depicted in FIG. 3
may be combined into fewer modules or separated into addi-
tional modules, depending upon a particular implementation
and the invention is not limited to the particular configuration
depicted in FIG. 3.

FIG. 41is ablock diagram that depicts an example hardware
architecture 400 for mobile wireless device 200. Architecture
400 includes various elements communicatively coupled via
a communications bus 402. The architecture 400 includes a
volatile memory 404, for example a random access memory
(RAM), a non-volatile memory 406, for example one or more
disks or Solid State Drives (SSD’s), and a processor 408. The
volatile memory 404 and non-volatile memory 406 may be
used to store configuration information for the mobile wire-
less device 200, as well as content. The architecture 400 also
includes a wireless communications interface 410 for facili-
tating wireless communications between the mobile wireless
device 200 and other devices on network 110, for example the
device management system 102, the exit system 104 and
other mobile wireless devices 106, 108. A battery charge
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interface 412 provides a connection between the solar panel
204 and the internal battery. The battery charge interface 412
may also provide a connection between the internal battery
and the battery monitor 206. In the situation where the battery
monitor 206 also monitors the solar panel 204, the battery
charge interface 412 may also provide a connection between
the solar panel 204 and the battery monitor 206. The display
interface 414 provides a connection between the screen/
touchpad 208 and the other internal components of FIG. 4 for
displaying information on screen/touchpad 208. A cursor
interface 416 provides an interface between the screen/touch-
pad 208 and the other internal components of FIG. 4 for
controlling a cursor displayed on the screen/touchpad 208. An
input control module 418 provides an interface between the
screen/touchpad 208 and the other internal components of
FIG. 4 for processing user input received via the screen/
touchpad 208. The elements depicted in FIG. 4 may be com-
bined into fewer elements or separated into additional ele-
ments, depending upon a particular implementation and the
invention is not limited to the particular configuration
depicted in FIG. 4.

B. Exit System

Exit system 104 is configured to detect user requests to exit
a building. For example, the user may present an identifica-
tion card to a scanner and the exit system unlocks a door to
allow the user to exit the building. As another example, the
user may pass through an area covered by a scanner so that the
user does not have to present the identification card to a
scanner device. Exit system 104 may also be configured to
detect the presence of mobile wireless devices 106, 108 near
building exits. This may be done, for example, by using
information transmitted by mobile wireless devices 106, 108
to determine their location. For example, mobile wireless
devices 106, 108 may be configured with location detection
capability, e.g., a global positioning system, and transmit
their location to exit system 104. As another example, the
location of mobile wireless devices 106, 108 may be deter-
mined based upon communications between mobile wireless
devices 106, 108 and wireless access points or cellular base
stations. Alternatively, exit system 104 may detect the signal
strength of wireless devices 106, 108 at multiple points lead-
ing to the exit. Exit system 104 may include any number of
hardware and software components for performing these
functions.

FIG. 5 depicts an example exit system 500 according to one
embodiment. Exit system 500 includes building exit in the
form of a door 502 and a scanner/sensor 504. A user 506 may
manually enter into scanner/sensor 504 information that
uniquely identifies the user 506. For example, the user 506
may manually enter a user ID or employee code into a keypad
or keyboard on scanner/sensor 504. Alternatively, the user
506 may present an identification card that is scanned by
scanner/sensor 504 to automatically extract from the identi-
fication card information that identifies the user. This is more
convenient for the user 506 because the user 506 does not
have to manually enter their user identification into the scan-
ner/sensor 504. As another alternative, RFID tags or other
similar technology may be used that allows the scanner/sen-
sor 504 to extract the identification information from the
identification card without the user 506 having to actively
present the identification card to the scanner/sensor 504. For
example, the user’s 506 identification card may include an
RFID tag that stores the user identification information. The
scanner/sensor 504 includes an RFID scanner so that when
the user 506 is in proximity of the scanner/sensor 504, the
user’s 506 identification information is automatically
retrieved from the user’s 506 identification card.
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In this example, the user 506 has in their possession a
mobile wireless device 508. The exit system 500 is configured
to detect that the mobile wireless device 508 is in proximity to
the user 506. This may be accomplished using information
transmitted by the mobile wireless device 506, such as posi-
tion information, or by determining the location of the mobile
wireless device 506 based upon communications between the
mobile wireless device 506 and wireless access points or
cellular base stations. According to one embodiment, the
mobile wireless device 508 is configured to always commu-
nicate with the device management system 102 when the
mobile wireless device 508 is powered on to ensure that the
location of the mobile wireless device 508 can always be
determined. The mobile wireless device 508 may also com-
municate status information, including for example, opera-
tional state and battery level. The use of the exit system 500 to
manage information stored on mobile wireless devices is
described in more detail hereinafter.

C. Device Management System

Referring to FIG. 1, according to one embodiment, device
management system 102 includes several elements, including
apolicy manager 112, a personnel information manager 114,
a document manager 116 and a device manager 118.

Policy manager 112 manages information retention polices
that specify conditions under which information is to be ren-
dered inaccessible. For example, an information retention
policy may specify retention periods or absolute retention
times for classes of information or for individual information
items, such as individual electronic documents. Policy man-
ager 112 also manages access policies that specify conditions
under which information may be accessed. For example, an
access policy may specify attributes of users that are allowed
to access specified information. The attributes may specify
classes, levels, of users and how long specified classes of
information are to be retained before being rendered inacces-
sible.

Policy manager 112 manages policies that specify the
rights of users with respect to mobile wireless devices. For
example, a policy might specify that a user is an authorized
user or owner of a particular mobile wireless device or a class
of mobile wireless devices. A policy might also specify par-
ticular mobile wireless devices or classes of mobile wireless
devices that users are allowed to remove from a building.

Policy manager 112 also manages policies that specify
attributes of information that is not allowed to be stored on
mobile wireless devices, as well as information that is not
allowed to be removed from a building on mobile wireless
devices. As used herein, the term “information” refers to any
type of information or data. Examples of information include,
without limitation, data files, emails, electronic messages and
electronic documents. Example attributes include, without
limitation, types of information, categories of information or
names associated with information. For example, a policy
may specify that public information may be removed from a
building on mobile wireless devices, but that information
classified as confidential cannot be removed from the build-
ing on mobile wireless devices. As another example, the
policy may identify particular information by name that can-
not be removed from the building on mobile wireless devices.
Attributes may be specific to a particular business organiza-
tion, sub-group within an organization, employee level or
individual employees. For example, a policy may specify that
only executives at a specified level or higher may remove
classified documents from a building. As another example, a
policy may specify that only users who are members of a
particular team or project may remove from the building
information associated with a particular project.
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The policies managed by policy manager 112 may be
reflected in policy data that is managed by policy manager
112. The policy data may be stored in any type of database or
data files, either local to policy manager 112 or remotely at a
location separate from policy manager 112. Policy manager
112 may provide an administrative user interface to allow
administrative personnel to create, edit and delete policy data.
Policy data may be created at another location and then stored
on policy manager 112.

FIG. 6A is an example policy data table 600 maintained by
policy manager 112. The policy data contained in policy data
table 600 is associated with authorization levels and may
represent a default document non-download policy. Policy
data table 600 includes three columns. The first column indi-
cates an authorization level, the second column specifies the
policy to be applied inside a building or company and the third
column specifies a policy to be applied outside the building or
company. The policy to be applied inside a building or com-
pany indicates attributes of information that is not allowed to
be stored on mobile wireless devices inside a building or
company (inclusive policy). The policy to be applied outside
a building or company indicates attributes of information that
may not be removed from the building or company on mobile
wireless devices (exclusive policy). For Authorization Level
1, which may correspond to the highest level of executives in
a business organization, for example, the CEO, CFO, CIO,
COO and President, the policy data indicates that any infor-
mation may be stored on mobile wireless devices within a
building or company, but that information having the attribute
of Level 0, which may correspond for example to Top Secret
information, is not permitted to be removed from the building
on a mobile wireless device. Users that correspond to Autho-
rization Level 1 may store on mobile wireless devices within
a building or company any information, but may not remove
from the building or company on a mobile wireless device
information that has a Level 0 attribute. For Authorization
Level 2, which may correspond to the next highest level of
executives in the business organization, for example, Vice
Presidents, the policy data indicates that information having
the attribute of Level 0 is not allowed to be stored on mobile
wireless devices within a building or company. For Authori-
zation Level 2, information having the attribute of Level 0 or
Level 1 is not permitted to be removed from the building or
company on a mobile wireless device. Thus, in this example,
users that correspond to Authorization Level 2 may not store
on mobile wireless devices within a building or company
information that has the Level 0 attribute. Users that corre-
spond to Authorization Level 2 may not remove from the
building, on a mobile wireless device, information that has
the Level 0 or Level 1 attribute. Thus, Authorization Level 2
is more restrictive than Authorization Level 1. At the lowest
authorization level, all confidential information is prohibited
from being stored on mobile wireless devices, either within or
outside of a building or company. Thus, the lowest authori-
zation level is the most restrictive policy.

Policy data may be associated with logical entities other
than authorization levels. Examples of other logical entities
include, without limitation, projects and groups. Policy data
may also be associated with individual users. FIG. 6B is an
example policy data table 650 maintained by policy manager
112 that includes policy data defined for projects, groups and
users. The policy data contained in policy data table 650 may
represent additional access permission policies that may be
used instead of or in addition to the policies of policy data
table 600. The policy data for Project A indicates that users
that correspond to Project A may store on mobile wireless
devices within a building or company information associated
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with Projects A, B, C and D. Users that correspond to Project
A may however, only remove from the building or company
on mobile wireless devices project information that corre-
sponds to Project A. Information corresponding to other
projects may not be removed from the building or company
on mobile wireless devices. Thus, unlike the policy data in
policy data table 600 that specifies information that cannot be
removed from buildings or companies on mobile wireless
devices, the policy data in policy data table 650 specifies
information that can be removed from the building or com-
pany on mobile wireless devices. Other types of information,
such as public information, may also be removed from the
buildings or companies on mobile wireless devices.

Groups are not limited to executive levels or projects
within a business organization. For example, policy data may
be established for social groups, such as social networking
groups. Suppose that a various groups are established within
a social network. For Group E, the policy data in policy data
table 650 indicates that group information that has attributes
of Groups E, G or X may be stored on mobile wireless devices
within the building or company, but only group information
associated with Group E may be removed from the building or
company on mobile wireless devices. Thus, users associated
with Group E may store on mobile wireless devices informa-
tion corresponding to Groups E, G or X within the building or
company, but may only remove from the building on mobile
wireless devices group information that has the attributes of
Group E. Other types of information, such as public informa-
tion, may also be removed from the buildings or companies
on mobile wireless devices.

Policy data may also be defined for individual users. In
policy data table 650, the policy data for User 1 indicates that
information that has the attributes of Projects A or D may be
stored on mobile wireless devices within the building or com-
pany. However, only project information associated with
Project A may be removed from the building or company on
mobile wireless devices. The policy data for User 2 indicates
that information that has the attributes of Groups E or X may
be stored on mobile wireless devices within the building or
project, but only project information associated with Group E
may be removed from the building or company on mobile
wireless devices. Other types of information, such as public
information, may also be removed from the buildings or
companies on mobile wireless devices. Thus, policy data may
define the kinds of information that may be removed from a
building on mobile wireless devices.

Users may be either directly or indirectly assigned to one or
more authorization levels, projects, groups, etc. For example,
a user may be directly assigned to a particular authorization
level. As another example, a user may be associated with a
group that is assigned to a particular authorization level. All
the members of the group are therefore indirectly assigned to
the particular authorization level.

Policy data may also specify download and processing
restrictions for data downloaded to client devices based upon
attributes of the downloaded data. The download and process-
ing restrictions may vary widely depending upon a particular
implementation. Example download and processing restric-
tions include, without limitation, allowing only data of one or
more specified formats, e.g., a non-editable format, to be
downloaded to the particular client device and restrictions on
the types of operations that may be performed with respect to
data downloaded to a client device. Example restrictions on
the types of operations that may be performed with respect to
a particular electronic document downloaded to a client
device include, without limitation, allowing only the display
of'the particular electronic document at the client device, not
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allowing a copy of the particular electronic document to be
stored at the client device, allowing a copy of the particular
electronic document to be stored at the client device only in
accordance with an authorization level, not allowing a copy of
the particular electronic document to be forwarded from the
client device to another device or allowing a copy of the
particular electronic document to be forwarded from the cli-
ent device to another device only in accordance with an autho-
rization level. The download and processing restrictions may
also specify that data is to be deleted from a client device after
being displayed at a client device.

The data attributes upon with the download and processing
restrictions are based may include a wide variety of data
attributes that may vary depending upon a particular imple-
mentation. Example data attributes include, without limita-
tion, data type, data format and data classification or level.
FIG. 6C is an example policy data table 670 maintained by
policy manager 112 that includes policy data defined for
particular data attribute values. In this example, the policy
data specifies download and processing restrictions for data
downloaded to client devices. The particular policy, and cor-
responding download and processing restrictions, may vary
depending upon the attributes of the data being provided to a
client device. In the present example, the data attribute value
corresponds to a classification of the corresponding data as
belonging to one of “Top Secret,” “Level 0,” “Level 1,” or a
“Level 2” classification. In some situations, data may have
data attributes that correspond to multiple classifications and
therefore multiple download and processing restriction poli-
cies, but for purposes of explanation, examples are described
herein in the context of data having data attributes that corre-
spond to a single classification.

The policy data in policy data table 670 for the “Top
Secret” data attribute value specifies download and process-
ing restrictions that include “No Data Download, Display
Only, No Image Copy of Display at Device.” As indicated in
policy data table 670, the download and processing restric-
tions for the data attribute value “Top Secret” are more restric-
tive than the download and processing restrictions for the data
attribute values “Level 0,” “Level 1,” or “Level 27, with the
download and processing restrictions for the data attribute
value “Level 2” being the least restrictive. The attribute data
may be maintained by device management system 102, for
example by document manager 116. For example, a data
attribute value may be maintained by document manager 116
for each electronic document. Data attribute values may also
correspond to logical groups, e.g., file types. In this situation,
data of a specified file type is indirectly associated with a data
attribute value and the corresponding download and process-
ing restrictions. The use of policy data to apply download and
processing restrictions to data downloaded to client devices is
described in more detail hereinafter.

Personnel information manager 114 maintains information
about users. Examples of information maintained by person-
nel information manager 114 include, without limitation,
identification information for users, including biometric
information, employment, membership and classification
information and authorization levels. For example, for a par-
ticular employee of a particular business organization, the
personnel information manager 114 may maintain informa-
tion that indicates the particular employee’s name, personal
information including biometric information, position, title,
employment level within the particular organization,
employee groups and projects associated with the particular
employee and one or more authorization levels associated
with the particular employee.
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Document manager 116 manages the storage of and access
to information. This includes maintaining and rendering inac-
cessible information in accordance with information reten-
tion policies maintained by policy manager 112. This also
includes controlling access to information based upon access
policies maintained by policy manager 112.

Device manager 118 manages mobile wireless devices
106, 108, including tracking the location of mobile wireless
devices 106, 108 and causing information on mobile wireless
devices 106, 108 to be rendered inaccessible, as described in
more detail hereinafter.

D. Corporate Communication and Scheduling System

Corporate communication and scheduling system 120 is
configured to manage communications and scheduling data,
such as electronic mail (email), calendaring, contact informa-
tion, task information, and other related data, for one or more
users. In addition or alternatively, email for the one or more
users may be processed and managed by a Simple Mail Trans-
fer Protocol (SMTP) server or other email server separate
from the corporate communication and scheduling system
120. In one embodiment, corporate communication and
scheduling system 120 is managed and maintained within a
corporate environment, such as an enterprise network. Alter-
natively, corporate communication and scheduling system
120 may be implemented as a network service, such as acloud
application, external to the corporate environment on which
corporate communication and scheduling system 120 is
deployed.

FIG. 32 is a block diagram that depicts an example corpo-
rate communication and scheduling system. Corporate com-
munication and scheduling system 3200 includes logic to
manage corporate ID names 3202, schedule information
3204, task and target dates 3206, corporate email, phone, and
contact information 3208, and communication control 3210.
Corporate ID names 3202 may generally comprise any data
that identifies one or more users for which corporate commu-
nication and scheduling system 3200 manages data. Example
corporate ID names may include without limitation legal
names, employee identification numbers, and/or usernames.
The corporate ID names 3202 may be linked or otherwise
associated with schedule information 3204, task and target
dates 3206, corporate email, phone, and contact information
3208, and/or communication control 3210. Accordingly, cor-
porate communication and scheduling system 3200 may
manage schedule information 3204, task and target dates
3206, corporate email, phone, and contact information 3208,
and communication control 3210 on a per user basis. Sched-
ule information 3204 may generally comprise any data that
identifies a schedule for one or more users. For example,
schedule information 3204 may include without limitation
the date and time of a meeting, the duration of a meeting, the
location of a meeting, and the participants of a meeting. Task
and target dates 3206 may generally comprise any data that
identifies tasks for one or more users. For example, task and
target dates 3206 may include without limitation a descrip-
tion of the task, the target date for the task to be completed, a
flag to indicate whether the task has been completed. Com-
munication control 3210 may comprise any mechanism to
process incoming and outgoing communications for one or
more users. Examples include, without limitation, email,
phone, voicemail, voice over internet protocol (VoIP), and
instant messaging systems.

E. Meeting System

Meeting system 122 is configured to organize and process
meeting information for one or more users. In one embodi-
ment, meeting system 122 coordinates pre-meeting arrange-
ment processing, meeting-session processing (i.e., process-
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ing during the meeting) and post-meeting processing. For
example, meeting system 122 may receive and process out-
line data, decision items, and action items as discussed in
further detail below. Meeting system 122 may also generate
meeting record data, such a meeting minutes, to summarize
the details of a meeting. Meeting system 122 may coordinate
meeting scheduling and other processing by exchanging
information with corporate communication and scheduling
system 120. For example, meeting system 122 may retrieve
scheduling information for one or more users from corporate
communication and scheduling system 120 and send meeting
record data, action items, and other data for management by
corporate communication and scheduling system 120. Meet-
ing system 122 also coordinates with device manager 118 to
exchange the meeting information with a web-based or other
meeting application to cause display of meeting information,
such as outline data, decision items, and action items, before,
during, or after ameeting takes place. The web-based meeting
application may have a similar software structure as meeting
support system 1700 and meeting session management sys-
tem 1720, which are described in further detail below. In an
alternative embodiment, the meeting related functionality of
the device manager 118 (e.g., meeting support system 1700
and meeting session management system 1720) may be
implemented by meeting system 122.

II1. Mobile Wireless Device Power on and Registration

FIG. 7 is a flow diagram 700 that depicts an approach for
powering on and registering a mobile wireless device, accord-
ing to one embodiment. In step 702, a mobile wireless device
is powered on. For example, a user powers on mobile wireless
device 106 by selecting a power switch on the mobile wireless
device 106. In step 704, the mobile wireless device estab-
lished communications with the device management system.
For example, the mobile wireless device 106 may have pre-
viously communicated with device management system 102
and uses the settings and information from the previous com-
munication to reestablish communications with the device
management system 102. Alternatively, if the mobile wireless
device 106 has not previously communicated with the device
management system 102, the mobile wireless device 106 may
use a network discovery approach to discover the device
management system 102. According to one embodiment, the
mobile wireless device 106 establishes communications with
device manager 118.

In step 706, the mobile wireless device requests biometric
information from the user. For example, referring to FIG. 2,
the mobile wireless device 200 displays a message on the
screen/touchpad 208 requesting that the user provide biomet-
ric information via the biometric input 210, e.g., by the user
placing a finger or thumb on the biometric input 210. In step
708, a determination is made whether the user is registered
with the device management system 102. This may include,
for example, the mobile wireless device 106 transmitting the
biometric information to the device manager 118, which con-
sults personnel information manager 114 to determine
whether the user is registered with the device management
system 102. If in step 708 the user is determined to not be
registered, then the process terminates in step 710. This may
include deleting information or rendering information inac-
cessible and powering down the mobile wireless device 106.

If, in step 708, the user is determined to be registered, then
in step 712, a determination is made whether the user is the
registered owner of the mobile wireless device 106. This may
be determined by the device manager 118 alone, or in con-
junction with other elements of the device management sys-
tem 102, such as the personnel information manager 114. If,
in step 712, the user is determined to be the registered owner
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of'the mobile wireless device 106, then in step 714, the user is
granted access to the mobile wireless device 106, which may
include, for example, displaying a main menu page on screen/
touchpad 208.

If, in step 712, the user is determined to not be the regis-
tered owner of the mobile wireless device 106, then in step
716 a determination is made whether the ownership can be
changed. The mobile wireless device 106 may be configured
to not allow a remote change in ownership. For example, for
added security, the ownership of some mobile wireless
devices can only be changed when the mobile wireless device
is connected via a wired connection. The mobile wireless
device 106 may communicate with the device manager 118 to
determine whether the ownership can be changed remotely. If
not, then the process is terminated in step 710 as previously
described herein. If the ownership can be changed remotely,
then the ownership is changed in step 718. This may include,
for example, the mobile wireless device 106 communicating
with the device management system 102 to perform user and
device authentication and registrations. The process of
changing the registered owner of the mobile wireless device
106 may also include rendering inaccessible content on
mobile wireless device 106, for example content associated
with the prior registered owner of the mobile wireless device
106. The new registered owner is then granted access to the
mobile wireless device 106, which may include, for example,
displaying a main menu page on screen/touchpad 208.

IV. Managing Information on Mobile Wireless Devices

FIG. 8 is a flow diagram 800 that depicts an approach for
managing information on mobile wireless devices, according
to one embodiment. In this approach, it is presumed that an
exit system detects that a user has requested to exit a building.
For example, as previously described herein with respect to
FIG. 5, a user 506 may manually enter into scanner/sensor
504 information that uniquely identifies the user 506 or the
user 506 may present an identification card that is scanned by
scanner/sensor 504 to automatically extract from the identi-
fication card information that identifies the user. As another
alternative, RFID tags or other similar technology may be
used that allows the scanner/sensor 504 to extract the identi-
fication information from the identification card without the
user 506 having to actively present the identification card to
the scanner/sensor 504.

In step 802, a determination is made whether the user has a
mobile wireless device. For example, the exit system may
detect that a particular mobile wireless device is in the prox-
imity of the user. As previously described with respect to FIG.
5, this may be accomplished in several ways, including using
information transmitted by the mobile wireless device 506,
such as position information, or by determining the location
of the mobile wireless device 506 based upon communica-
tions between the mobile wireless device 506 and wireless
access points or cellular base stations, or through the use of
RFID tags or similar technology.

If, in step 802, a determination is made that the user does
not have a mobile wireless device, then in step 804, the user is
allowed to exit the building. If, in step 802, a determination is
made that the user does have a mobile wireless device, then in
step 806, a determination is made whether the user is the
registered owner of the mobile wireless device. This may be
accomplished, for example, by the exit system 104 sending
user identification information or user biometric information
and device identification information that identifies the
mobile wireless device 106, for example a MAC address or
other identifying information, to the device management sys-
tem 102, which determines whether the user is the registered
owner of the mobile wireless device 106. For example, the
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exit system 104 may provide the user identification informa-
tion or the user biometric information and the device identi-
fication information to the device manager 118, which in turn
makes a request to the personnel information manager 114.
The personnel information manager 114 determines whether
the user associated with the user identification information or
the user biometric information is the registered owner of the
mobile wireless device 106 and provides a response to the
device manager 118. The device manager 118 may also main-
tain the information necessary to determine whether the user
is the registered owner of the mobile wireless device 106.
Alternatively, the exit system 104 may contact the personnel
information manager 114 directly to determine whether the
user is the registered owner of the mobile wireless device 106.

FIG. 9 is a message ladder diagram 900 that depicts
example message interactions between the exit system 104,
the personnel information manager 114 and the device man-
ager 118 to determine whether the user is the registered owner
of'the mobile wireless device 106. The exit system 104 sends
to the personnel information manager 114 a request 902 to
verify whether a user is the registered owner of the mobile
wireless device 106. The request 902 may include, for
example, user identification information or the user biometric
information and device identification information, for
example a MAC address, for the mobile wireless device 106.

The personnel information manager 114 uses the informa-
tion contained in the request to determine whether the user is
the registered owner of the mobile wireless device 106. The
personnel information manager 114 then generates and trans-
mits to the exit system 104 a response 904 indicating whether
the user is the registered owner of the mobile wireless device
106. Alternatively, the personnel information manager 114
may provide a request 902 to the device manager 118, which
may be the original request that is forwarded, or a new request
generated by the personnel information manager 114. The
device manager 118 processes the request and generates and
transmits to the personnel information manager 114 a
response 906 indicating whether the user is the registered
owner of the mobile wireless device 106. The personnel infor-
mation manager 114 forwards the response to the exit system
104. The device manager 118 may also provide the response
906 directly to the exit system 104.

If, in step 806, a determination is made that the user is not
the registered owner of the mobile wireless device, then in
step 808, an alert is generated and transmitted to security or
some other entity, such as administrative personnel. The alert
may also be logged into device management system 102. If, in
step 806, a determination is made that the user is the regis-
tered owner of the mobile wireless device, then in step 810, a
determination is made whether the user is authorized to
remove the mobile wireless device 106 from the building. For
example, exit system 104 may communicate with personnel
information manager 114 to inquire whether the user of
mobile wireless device 106 is authorized to remove the
mobile wireless device 106 from the building. This may
include, for example, the personnel information manager 114
consulting with policy manager 112 to determine whether the
user has privileges to remove the mobile wireless device 106
from the building.

FIG. 10 is a message ladder diagram 1000 that depicts
example message interactions between the exit system 104,
the personnel information manager 114 and the policy man-
ager 112 to determine whether the user is authorized to
remove the mobile wireless device 106 from the building. The
exit system 104 sends to the personnel information manager
114 a request 1002 to verify whether the user is authorized to
remove the mobile wireless device 106 from the building. The
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request 1002 may include, for example, user identification
information or the user biometric information. The request
1002 may also include device identification information, for
example a MAC address, for the mobile wireless device 106.
Thus, the request may be made and verified with respect to a
particular user, or with respect to a particular user and a
particular device.

The personnel information manager 114 uses the user iden-
tification information or the user biometric information con-
tained in the request to determine the status of the user. The
status may indicate, for example, the position, title, employ-
ment level within the particular organization, employee
groups, projects or authorization levels associated with the
user. The personnel information manager 114 then sends to
the policy manager 112 a request 1004 to determine whether
the user is authorized to remove the mobile wireless device
106 from the building. The request 1004 includes the status
information for the user to enable the policy manager 112 to
apply the appropriate one or more policies that apply to the
user. The request 1004 may be a modified version of request
1002, with the added status information, or request 1004 may
be a new request generated by the personnel information
manager 114. The policy manager 112 then generates and
transmits to the exit system 104, either directly or via person-
nel information manager 114, a response 1006 indicating
whether the user is authorized to remove the mobile wireless
device 106 from the building.

If, in step 810, a determination is made the user is not
authorized to remove the mobile wireless device 106 from the
building, then in step 808, an alert is generated and transmit-
ted to security or some other entity, such as administrative
personnel. The alert may also be logged into device manage-
ment system 102. If, in step 810, a determination is made that
the user is authorized to remove the mobile wireless device
106 tfrom the building, then in step 812, information that is not
authorized to be removed from the building on mobile wire-
less devices is rendered inaccessible. The device management
system 102 determines, based upon policy data that specifies
attributes of information that should not be removed from the
building on mobile wireless devices, information on the
mobile wireless device 106 that is to be rendered inaccessible.
This determination may use policy data that is specific to the
registered user of the mobile wireless device. For example,
the device manager 118 may first consult the personnel infor-
mation manager 114 to determine the status of the user. The
status may indicate, for example, the position, title, employ-
ment level within the particular organization, employee
groups, projects or authorization levels associated with the
user. The device manager 118 then consults the policy man-
ager 112 to request one or more policies that apply to the user
based upon the user’s status. The device manager may then
provide to the document manager 116 data that indicates the
one or more policies that apply to the user and request data
that indicates the information on the mobile wireless device
that is to be rendered inaccessible based upon the one or more
policies. The document manager 116 determines, based upon
the one or more policies that apply to the user, the information
on the mobile wireless device 106 that is to be rendered
inaccessible. The document manager 116 may maintain data
that indicates the information that is currently stored on the
mobile wireless device 106. Alternatively, the document
manager 116 may communicate with the mobile wireless
device 106 to request the information that is currently stored
on the mobile wireless device 106. As another alternative, the
device manager 118 may communicate with the mobile wire-
less device 106 to request the information that is currently
stored on the mobile wireless device 106. The document
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manager 116 then applies the one or more policies to deter-
mine the information on the mobile wireless device 106 that
is to be rendered inaccessible. For example, suppose that the
user is associated with authorization level 2. This may be
assigned to the user based upon the user’s position within a
business organization. The document manager 116 deter-
mines that a particular electronic document having an
assigned level of Level 1 is stored on the mobile wireless
device 106. The document manager 116 indicates to device
manager 118 that the particular electronic document on the
mobile wireless device 106 is to be rendered inaccessible. The
information on the mobile wireless device 106 that satisfies
the one or more policies for the user is rendered inaccessible.
Continuing with the prior example, the device management
system 102 causes the particular electronic document to be
deleted, encrypted, re-encrypted or otherwise rendered inac-
cessible. According to one embodiment, the device manager
118 causes information on the mobile wireless device 106 to
be rendered inaccessible by signaling the mobile wireless
device 106. The signal may indicate the particular action to be
performed with respect to the information, for example,
whether the information is to be deleted, encrypted, re-en-
crypted or otherwise rendered inaccessible.

FIG. 11 is a message ladder diagram 1100 that depicts
example message interactions between the exit system 104,
the personnel information manager 114, the policy manager
112, the document manager 116 and the device manager 118
to cause information that is not authorized to be removed
from the building on mobile wireless devices to be rendered
inaccessible. The exit system 104 issues a request 1102 to the
device manager 118 to render inaccessible information on the
mobile wireless device 106 that is not authorized to be
removed from the building on the mobile wireless device 106.
The device manager 118 issues to the personnel information
manager 114 a request 1104 for the status of the user and the
personnel information manager 114 provides to the device
manager 118 a response 1106 that includes the user’s status.
The device manager 118 issues to the policy manager 112 a
request 1108 for a policy to be applied for the particular user
and the policy manager 112 provides to the device manager
118 a response 1110 that includes the user’s status.

The device manager 118 then issues to the mobile wireless
device 106 a request 1112 for information that is currently
stored on the mobile wireless device 106. The mobile wireless
device generates and provides to the device manager 118 a
response 1114 that indicates the information currently stored
on the mobile wireless device. In situations where the docu-
ment manager 116 tracks the information stored on mobile
wireless devices, the request may be made to the document
manager 116 instead of the mobile wireless device 106.

The device manager 118 then generates and sends to the
document manager 116 a request 1116 for information on the
mobile wireless device 106 to be rendered inaccessible. The
request 1116 may include data that identifies the information
stored on the mobile wireless device 106 and data that iden-
tifies the one or more policies to be applied to the information.
The request may identify the one or more policies by name,
code or some other identifying information. The document
manager 116 applies the one or more policies to the informa-
tion stored on the mobile wireless device 106 to determine
information on the mobile wireless device 106 that is to be
rendered inaccessible. For example, referring to FIG. 6, sup-
pose that a determination is made by the policy manager 112
that Executive Level 2 policy applies to the user and that the
mobile wireless device 106 includes particular information
that has an attribute of top secret. The response 1118 identifies
the particular information. The device manager 118 generates
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and issues to the mobile wireless device 106 a request or
command 1120 to render inaccessible the particular informa-
tion from the mobile wireless device and the mobile wireless
device renders the particular information inaccessible. This
may include, for example, deleting the particular information,
encrypting the particular information, re-encrypting the par-
ticular information or otherwise rendering inaccessible the
particular information.

Returning to FIG. 8, after the information on the mobile
wireless device 106 has been rendered inaccessible, in step
814, a recordation and/or notification may be made to record
that the information on the mobile wireless device 106 was
rendered inaccessible. The device manager 118 may generate
a record that indicates the information on the mobile wireless
device 106 that was rendered inaccessible. Other information
may also be recorded, for example, data that identifies the
user and the last known location of the mobile wireless device
106. The device manager 118 may also generate and transmit
a notification, for example to an administrator, that the infor-
mation on the mobile wireless device 106 has been rendered
inaccessible. In step 816, the user is allowed to exit the build-
ing.

Variations of the aforementioned approach may also be
used. For example, in situations where the device manage-
ment system 102 tracks the information stored on mobile
wireless devices 106, 108, then there is no need for the device
management system 102 to query the mobile wireless devices
106, 108 to obtain data that identifies the information cur-
rently stored on mobile wireless device 106, 108. For
example, document manager 116 may track information
stored on the mobile wireless devices 106, 108. Instead, when
the exit system 104 issue a request to render inaccessible
information on a particular mobile wireless device that should
not be removed from the building on the particular mobile
wireless device, the device management system 102 deter-
mines the information on the particular mobile wireless
device that is to be rendered inaccessible and instructs the
particular mobile wireless device to render the information
inaccessible.

As another example, in some situations the determination
of whether the user is the registered owner is not used. For
example, in business organizations with a small number of
employees, or other situations where unauthorized use of
devices is not a concern, being a registered owner may not be
required to remove a mobile wireless device from a building.
Similarly, verification that a user is authorized to remove a
mobile wireless device from a building, e.g., in step 810, may
also not be used.

V. Low Power Considerations

In the various embodiments described herein, it is pre-
sumed that the mobile wireless device on which the informa-
tion is rendered inaccessible has sufficient power to operate
and respond to signals from the device management system
102 to render the information inaccessible. If signals emitted
from a mobile wireless device are relied upon to determine
the proximity of the mobile wireless device with respect to an
exit of a building, then there is a risk that if the power level of
the mobile wireless device is sufficiently low so that the
mobile wireless device no longer transmits its location, the
mobile wireless device may be removed from a building with
information that should not be removed from the building on
mobile wireless devices and that has not been rendered inac-
cessible. The use of other location methods that do not rely
upon transmissions from mobile wireless devices can prevent
this from occurring. For example, RFID technology does not
require the mobile wireless device to actively transmit loca-
tion information and the mobile wireless device does not have
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to be in a powered on state. This would prevent unauthorized
users from removing mobile wireless devices from buildings,
but would not prevent authorized users from removing from
the building information that should not be removed from the
building on mobile wireless devices.

According to one embodiment, when the power level, e.g.,
battery level, of a mobile wireless device falls below a speci-
fied threshold, one or more actions are taken to prevent infor-
mation stored on the mobile wireless device from being
removed from the building on the mobile wireless device in a
usable state. This approach may be used irrespective of the
location of the mobile wireless device. The approach may
also be implemented for mobile wireless devices that are
powered down, before the mobile wireless devices are com-
pletely powered off. One example of an action that may be
performed in this situation is the deletion, from the mobile
wireless device, of information that is not authorized to be
removed from the building on mobile wireless devices, as
previously described herein. While effective in preventing
information from being removed from a building on mobile
wireless devices that are in a low power state or are powered
off, this approach may have the undesirable consequence of
deleting information from mobile wireless devices where the
users had no intention of leaving the building, and thus may
present an inconvenience to users.

Another example of an action that may be performed in this
situation is to encrypt, or re-encrypt, information stored on
the mobile wireless device. For example, suppose that it is
determined that the power level of a particular mobile wire-
less device has dropped below a specified threshold, or that
the particular mobile wireless device is being powered down.
Information that is not supposed to be removed from the
building on mobile wireless devices may be encrypted,
instead of deleted from the mobile wireless device. For
example the device management system 102 may generate an
encryption key and transmit the encryption key to the particu-
lar mobile wireless device with an instruction to encrypt
specified information with the encryption key. This prevents
the removal, from a building on a mobile wireless device,
information in a usable state that is not intended to be
removed from the building on a mobile wireless device.
While encryption does not guarantee that a skilled third party
cannot decrypt the information, this approach at least makes
it more difficult for a third party to access the information.

Once the power level of the particular mobile wireless
device has been restored, the device management system 102
may instruct the particular mobile wireless device to decrypt
the information that was previously encrypted. Information
that is already encrypted on mobile wireless devices may be
re-encrypted using a different encryption key, or an additional
encryption key if a layered encryption approach is used. This
approach may be implemented transparent to the user to
provide improved control over information stored on mobile
wireless devices, without the inconvenience of deleting infor-
mation when a user has no intention of removing the mobile
wireless device from the building.

The aforementioned approaches for rendering inaccessible
information on mobile wireless devices when the power level
of a particular mobile wireless device has dropped below a
specified threshold, or that the particular mobile wireless
device is being powered down may also be applied if the
wireless communication transmission capability of a mobile
wireless device falls below a specified threshold. For
example, if the transmission strength or quality of a commu-
nications link falls below a specified threshold, then informa-
tion on the mobile wireless device may be rendered inacces-
sible as described herein.
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V1. Implementation Mechanisms

Although the flow diagrams of the present application
depict a particular set of steps in a particular order, other
implementations may use fewer or more steps, in the same or
different order, than those depicted in the figures.

According to one embodiment, the techniques described
herein are implemented by one or more special-purpose com-
puting devices. The special-purpose computing devices may
be hard-wired to perform the techniques, or may include
digital electronic devices such as one or more application-
specific integrated circuits (ASICs) or field programmable
gate arrays (FPGAs) that are persistently programmed to
perform the techniques, or may include one or more general
purpose hardware processors programmed to perform the
techniques pursuant to program instructions in firmware,
memory, other storage, or a combination. Such special-pur-
pose computing devices may also combine custom hard-
wired logic, ASICs, or FPGAs with custom programming to
accomplish the techniques. The special-purpose computing
devices may be desktop computer systems, mobile computer
systems, handheld devices, networking devices or any other
device that incorporates hard-wired and/or program logic to
implement the techniques.

FIG. 12 is a block diagram that depicts an example com-
puter system 1200 upon which embodiments may be imple-
mented. Computer system 1200 includes a bus 1202 or other
communication mechanism for communicating information,
and a processor 1204 coupled with bus 1202 for processing
information. Computer system 1200 also includes a main
memory 1206, such as a random access memory (RAM) or
other dynamic storage device, coupled to bus 1202 for storing
information and instructions to be executed by processor
1204. Main memory 1206 also may be used for storing tem-
porary variables or other intermediate information during
execution of instructions to be executed by processor 1204.
Computer system 1200 further includes a read only memory
(ROM) 1208 or other static storage device coupled to bus
1202 for storing static information and instructions for pro-
cessor 1204. A storage device 1210, such as a magnetic disk
or optical disk, is provided and coupled to bus 1202 for
storing information and instructions.

Computer system 1200 may be coupled via bus 1202 to a
display 1212, such as a cathode ray tube (CRT), for displaying
information to a computer user. An input device 1214, includ-
ing alphanumeric and other keys, is coupled to bus 1202 for
communicating information and command selections to pro-
cessor 1204. Another type of user input device is cursor
control 1216, such as a mouse, a trackball, or cursor direction
keys for communicating direction information and command
selections to processor 1204 and for controlling cursor move-
ment on display 1212. This input device typically has two
degrees of freedom in two axes, a first axis (e.g., X) and a
second axis (e.g., y), that allows the device to specify posi-
tions in a plane.

Computer system 1200 may implement the techniques
described herein using customized hard-wired logic, one or
more ASICs or FPGAs, firmware and/or program logic or
computer software which, in combination with the computer
system, causes or programs computer system 1200 to be a
special-purpose machine. According to one embodiment,
those techniques are performed by computer system 1200 in
response to processor 1204 executing one or more sequences
of'one or more instructions contained in main memory 1206.
Such instructions may be read into main memory 1206 from
another computer-readable medium, such as storage device
1210. Execution of the sequences of instructions contained in
main memory 1206 causes processor 1204 to perform the
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process steps described herein. In alternative embodiments,
hard-wired circuitry may be used in place of or in combina-
tion with software instructions to implement the invention.
Thus, embodiments are not limited to any specific combina-
tion of hardware circuitry and software.

The term “storage media” as used herein refers to any
non-transitory media that store data and/or instructions that
cause a machine to operation in a specific fashion. Such
storage media may comprise non-volatile media and/or vola-
tile media. Non-volatile media includes, for example, optical
or magnetic disks, such as storage device 1210. Volatile
media includes dynamic memory, such as main memory
1206. Common forms of storage media include, for example,
a floppy disk, a flexible disk, hard disk, solid state drive,
magnetic tape, or any other magnetic data storage medium, a
CD-ROM, any other optical data storage medium, any physi-
cal medium with patterns of holes, a RAM, a PROM, and
EPROM, a FLASH-EPROM, NVRAM, any other memory
chip or cartridge.

Storage media is distinct from but may be used in conjunc-
tion with transmission media. Transmission media partici-
pates in transferring information between storage media. For
example, transmission media includes coaxial cables, copper
wire and fiber optics, including the wires that comprise bus
1202. Transmission media can also take the form of acoustic
or light waves, such as those generated during radio-wave and
infra-red data communications.

Various forms of computer-readable storage media may be
involved in carrying one or more sequences of one or more
instructions to processor 1204 for execution. For example, the
instructions may initially be carried on a magnetic disk of a
remote computer. The remote computer can load the instruc-
tions into its dynamic memory and send the instructions over
a telephone line using a modem. A modem local to computer
system 1200 canreceive the data on the telephone line and use
an infra-red transmitter to convert the data to an infra-red
signal. Aninfra-red detector can receive the data carried in the
infra-red signal and appropriate circuitry can place the data
on bus 1202. Bus 1202 carries the data to main memory 1206,
from which processor 1204 retrieves and executes the instruc-
tions. The instructions received by main memory 1206 may
optionally be stored on storage device 1210 either before or
after execution by processor 1204.

Computer system 1200 also includes a communication
interface 1218 coupled to bus 1202. Communication inter-
face 1218 provides a two-way data communication coupling
to a network link 1220 that is connected to a local network
1222. For example, communication interface 1218 may be an
integrated services digital network (ISDN) card or a modem
to provide a data communication connection to a correspond-
ing type of telephone line. As another example, communica-
tion interface 1218 may be a local area network (LAN) card to
provide a data communication connection to a compatible
LAN. Wireless links may also be implemented. In any such
implementation, communication interface 1218 sends and
receives electrical, electromagnetic or optical signals that
carry digital data streams representing various types of infor-
mation.

Network link 1220 typically provides data communication
through one or more networks to other data devices. For
example, network link 1220 may provide a connection
through local network 1222 to ahost computer 1224 or to data
equipment operated by an Internet Service Provider (ISP)
1226. ISP 1226 in turn provides data communication services
through the world wide packet data communication network
now commonly referred to as the “Internet” 1228. Local
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network 1222 and Internet 1228 both use electrical, electro-
magnetic or optical signals that carry digital data streams.

Computer system 1200 can send messages and receive
data, including program code, through the network(s), net-
work link 1220 and communication interface 1218. In the
Internet example, a server 1230 might transmit a requested
code for an application program through Internet 1228, ISP
1226, local network 1222 and communication interface 1218.
The received code may be executed by processor 1204 as it is
received, and/or stored in storage device 1210, or other non-
volatile storage for later execution.

VII. Meeting Management

Mobile wireless devices or other network devices as
described herein may be used to arrange and manage elec-
tronic meetings between entities, such as individuals, groups
and organizations. The communications used to establish and
manage electronic meetings may be made using any type of
network, which may vary depending upon a particular imple-
mentation. For example, mobile wireless devices may use
cellular, IEEE 802.XX or any wireless means built in the
devices. Since the mobile wireless devices and other network
devices may be connected to the device management system
102, a user with a network device is able to access names,
organizations and contact information of meeting partici-
pants to arrange the meeting. At the time of the electronic
meeting, the device management system 102 connects the
network devices of the meeting participants, if attending
remotely, and may optionally connect the network devices of
meeting participants that are physically present at the meet-
ing.

A. Participant Authorization

According to one embodiment, authorization is performed
during the process of arranging an electronic meeting. During
the arrangement of'a meeting (see FIGS. 18,21A-21D, and 26
and the accompanying description), the device management
system 102 determines whether the planned participants of a
meeting are authorized to access documents and/or informa-
tion that will be made available to meeting participants. If one
or more of the planned participants are not authorized to
access one or more documents and/or information that will be
made available to meeting participants, the device manage-
ment system 102 notifies the meeting organizer of this con-
dition.

According to another embodiment, communications
between mobile wireless devices and user input, including
writing entered via a stylus, for mobile wireless devices are
logged and log data is generated and stored in the device
management system 102 to document the communications
and user inputs. As described in more detail hereinafter, user
input entered into a mobile wireless device is shared with
other mobile wireless devices of participants in the electronic
meeting.

FIG. 13 depicts the use of a mobile wireless device to
conduct an electronic meeting among participants.

B. Sharing Information Among Mobile Wireless Devices

FIG. 14 depicts an example display for a mobile wireless
device. The display includes a main common display area
1402, a middle display area 1430 and a bottom display area
1440. The main common display area 1402 is shared by all
meeting attendees. As described in more detail hereinafter,
the main common display area 1402 may be updated to reflect
user input on other mobile wireless devices, creating a virtual
whiteboard that is visible to all meeting participants. The
middle display area 1430 holds a file specifier 1410 and
selected files. File objects in the file specifier 1410 may be
dragged to either main common display area 1402 or other
locations within the middle display area 1430. The middle
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display area 1430 and a bottom display area 1440 support
scrolling with, for example, a finger or stylus moving over the
area. For example, file objects may be moved to the main
common display area 1402 to be shared by the meeting
attendees. In the present example, the bottom display area
1440 contains work areas referred to herein as “boards” and in
the present example includes three boards, identified as Board
1 1420, Board 2 1422 and Board 3 1424. If needed, more
boards can be added by selecting a next button (not depicted)
in the bottom of the Board 4. Boards may be moved to the
main common display area 1402 to share as a common white
board.

FIG. 15 depicts example contents of file specifier 1410.
GUI objects are provided for viewing the contents of folders
containing sub-folders and documents. More specifically, “+”
and “=” GUI objects 1510 are provided to expand and con-
tract the folders 1500a-1500e. A folder named “My Folder”
15004 is a root folder for the stored documents. Other folders
15005-1500¢ follow a regular tree structure. A folder named
5 Jul. 2010” contains the documents Doc 1 through Doc 4,
identified by reference numerals 15204-15204d, and are used
in a meeting scheduled using mobile wireless devices. These
folders and files may be created and managed by the user of
the mobile wireless device.

FIG. 16 depicts the sharing of information between mobile
wireless devices participating in an electronic meeting. A
main common display 1402A is displayed on a first mobile
wireless device and a main common display 1402B is dis-
played on a second mobile wireless device. A user of the first
mobile wireless device uses the stylus pen to select either a
pen GUI object 1602 or an eraser GUI object 1604. Based
upon whether the user selects the pen GUI object 1602 or the
eraser GUI object 1604, the cursor in the display changes to
pen or eraser, respectively. Previous (Prev) GUI object 1620
and Next GUI object 1622 allow a userto view the previous or
next page or slide of a document. A user may use their finger
or a stylus to scroll the display.

According to one embodiment, user input entered into the
first mobile wireless device is securely shared among other
mobile wireless devices participating in an electronic meet-
ing, to allow other users to view the information. In response
to detecting user input, the first mobile wireless device gen-
erates input data that represents the user input and securely
transmits the input data 1606 to the device management sys-
tem 102. The input data 1606 may be transmitted using any
type of data format or communications format, depending
upon a particular implementation. Device management sys-
tem 102 securely transmits the input data 1606 to one or more
mobile wireless devices participating in the electronic meet-
ing. In the present example, device management system 102
transmits the input data 1606 as display information 1608 to
the second mobile wireless device. The second mobile wire-
less device processes the display information 1608 and causes
the display of the second mobile wireless device to reflect the
display information 1608. This allows meeting participants to
view a virtual whiteboard, which can greatly facilitate elec-
tronic meetings.

FIG. 17 depicts an example implementation of the device
manager 118 for managing electronic meetings on mobile
wireless devices. Device manager 118 includes a meeting
support system 1700 and a meeting session management
system 1720. The meeting support system 1700 supports the
arrangement of electronic meetings using a meeting arrange-
ment request form, a meeting option presentation, and a meet-
ing request, as described in more detail hereinafter with
respect to FIGS. 21A-D. A meeting organizer uses the meet-
ing arrangement request form of FIG. 21A to request the
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arrangement of an electronic meeting. Then, the meeting
support system 1700 presents meeting options such as those
depicted in FIG. 21B. The organizer selects a meeting option,
which causes a meeting request such as depicted in FIG. 21C
to be displayed for the selected meeting option. The organizer
uses the meeting request of FIG. 21C to invite attendees to
attend a meeting corresponding to the selected meeting
option. The invited attendees respond to organizer’s meeting
request using an invitation form such as that depicted in FI1G.
21D. Meeting session management system 1720 coordinates
the ongoing meeting session.

C. Arranging Meetings Among Mobile Wireless Devices

FIG. 18 is a flow diagram 1800 that depicts arranging an
electronic meeting among mobile wireless devices using
meeting support system 1700. In step 1802, the meeting orga-
nizer accesses the meeting arrangement request form of FIG.
21A to request an electronic meeting. For example, a user
uses a mobile wireless device to access meeting support sys-
tem 1700 and arrange a meeting, as discussed in further detail
below in connection with FIGS. 21A-C

In step 1804, a meeting request, such as depicted in FIG.
21D, is transmitted to each of the specified meeting attendees.
For example, the meeting support system 1700 may generate
and transmit an electronic meeting request to each of the
meeting participants.

In step 1806, results of the meeting requests are transmitted
to the meeting organizer. For example, the meeting support
system 1700 transmits results of the meeting requests to the
meeting organizer. In step 1808, the meeting organizer
decides whether to proceed with the meeting, based upon the
results. For example, the meeting organizer may decide to not
conduct the electronic meeting if an insufficient number of
attendees indicate that they will attend the electronic meeting.
If the meeting organizer decides to not proceed with the
electronic meeting, thenin step 1810, a determination is made
whether to arrange another electronic meeting. If so, then
control returns to step 1802. If not, then in 1814, a meeting
cancellation notice is transmitted and the process is complete
in step 1816. For example, the meeting support system 1700
may transmit a meeting cancellation notice to all meeting
invitees.

If, in step 1808, the meeting organizer decides to proceed
with the electronic meeting, then in step 1818, the meeting
organizer is asked to correct any conflicts in the proposed date
and time of the electronic meeting. The meeting attendees are
notified of the final date and time.

Once the date and time is fixed, the system notifies all the
attendees about the electronic meeting and time in step 1818.
In step 1820, the meeting organizer is queried for any docu-
ments to be included in or used in the electronic meeting. In
step 1822, the meeting organizer submits a list of documents
to be used in the electronic meeting. If there is no need for the
document, the list will be empty. If the list is empty, the
following steps shall be skipped to the end 1828. In step 1824,
access rights of the documents are determined and a determi-
nation is made whether the meeting invitees are authorized to
access the documents. For example, the meeting support sys-
tem 1700 may determine the access rights of the documents
specified by the meeting organizer by consulting other ele-
ments within the device management system 102. For
example, the device management system 102 may consult the
document manager 116 to determine one or more policies that
apply to a document and then consult the policy manager 112
for details about the policy, for example, the access rights
required to access the document. The meeting support system
1700 then determines whether the meeting invitees are autho-
rized to access the documents. If one or more of the meeting
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invitees are not authorized to access any of the documents,
then in step 1826, the meeting organizer is notified so that the
meeting organizer may take appropriate action. For example,
the meeting organizer may choose to not use one or more
documents for which the meeting attendees do not have
proper authorization to access. As another example, the meet-
ing organizer may change the meeting attendees, e.g., by
excluding from the meeting one or more users who are not
authorized to access the documents. Alternatively, the meet-
ing organizer may change the access rights required to access
one or more of the documents and/or change the authorization
of one or more of the users. The process is complete in step
1828.

FIG. 19 depicts an example logical structure 1900 of the
meeting session management system 1720. The meeting ses-
sion management system 1720 is able to access various other
managers 1910, 1904, 1906 of Device Management System
102 along with the Session Information 1902. A MainCom-
monDisplay module 1908 coordinates the current session on
the main common display 1402 of participating mobile wire-
less devices. The Main Common Display module 1908 con-
tains the display, DisplayFrame 1912 and input, Input-
FrameReceptor 1914. DisplayFrame 1912 contains
Document 1916 that is displayed. Document is a generic idea
and the board in 1440 is also included. InputFrameReceptor
1914 contains multiple InputData 1918. InputData 1918
refers to any input including erase commands and drawing
input. InputData 1918 also contains information about the
input sender and the time (standard time of the company). The
Document 1916 and InputData 1918 are associated to create
the comments on the document. In addition, the Meeting
Session Manager System 1720 enforces access rights of elec-
tronic documents and information. A user may have difterent,
e.g., broader, access rights when located in a building than
when the user is located outside of the building. When a user
person is not authorized to access the document, the user’s
Main Common Display may be disabled.

FIG. 20 is a message ladder that depicts example interac-
tions between the meeting session manager 1720 and several
mobile wireless devices via the main common display 1402.
the Meeting Session Manager 1720 with the Tablet Devices
through the Main Common Display.

FIGS. 21A-D illustrate a meeting arrangement system
interface, which may be used to arrange a meeting through
meeting system 122. FIG. 21A depicts a meeting arrange-
ment request form, which may be used submit a request to
meeting system 122 to determine possible meeting options
that satisfy one or more criteria. The meeting arrangement
request form may be displayed by any suitable GUI executing
on a user’s network device. For example, the form may be
generated as the home page of meeting system 122 and
accessed and displayed to a user via a web browser applica-
tion. The user may specify an agenda, organizer, key persons,
additional persons, date range, and duration for the meeting.
The key persons are persons who need to attend the meeting.
Additional persons are not required to be in the meeting, but
may optionally attend. As used herein “in the meeting”,
“attending the meeting” or “participating in the meeting”
refers to either a person in the physical location of the meeting
ora person attending the meeting remotely through a network
device, such as a tablet, laptop, or desktop computer. After the
user has entered the information, the form is submitted to
meeting system 122, which parses the information provided
by the user. In response to receiving the form, meeting system
122 determines one or more meeting options that satisfy the
criteria specified in the meeting request form, such as the
duration of the meeting, the date range, and the availability of
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key and additional persons. The determination of meeting
options is described in further detail below in connection with
FIGS. 26 and 27.

FIG. 21B depicts an example presentation of meeting
options that may be displayed to a user through a GUI. The
meeting options displayed show possible meeting dates, time
slots and locations that satisfy the user-specified criteria, as
determined by meeting system 122. The meeting options are
ranked, where a higher ranking denotes the most number of
participants available to attend the meeting. If no time slot is
available for key persons, the meeting system 122 will
respond with no meeting possible. When the user selects a
particular meeting option, such as clicking on the time slot of
a displayed meeting option, FIG. 21C shall appear on the
screen.

FIG. 21C depicts an example meeting request form after
the user has selected a particular meeting option. The meeting
request form of FIG. 21C includes all the items from the
meeting arrangement request form depicted in FIG. 21A
except Date Range is replaced with Date and Time with the
highest priority and the location information obtained in the
FIG. 21B. Alternatively or in addition to Date and Time, the
meeting request form may specify the date and time of the
meeting option selected by the user in FIG. 21B. The meeting
arrangement request form of FIG. 21C also includes a com-
ments section, where a user may enter comments. When this
form is submitted, the meeting system 122 uses the corporate
communication and scheduling system 120 to send the meet-
ing invitation to the key persons and the additional persons.

FIG. 21D depicts an example invitation form received by
the key persons and additional persons that are invited to
attend a meeting. The invitation form includes all the items of
the meeting request form. In addition, the invitation form
includes a response button for the invitees to respond to the
meeting request. For example, the response button may be
implemented as a drop-down button where the person can
“Accept”, “Decline” or “Suggest Other Dates”. If the person
accepts the invitation, corporate communication and sched-
uling system 120 automatically updates the person’s schedule
with the meeting information.

FIGS. 21A-D may be shown in a closed meeting system
application with its own graphical interface or in a browser of
a web-based system. If the entire system is based upon the
cloud environment, these forms are shown through a browser.
D. Post Meeting Processing

According to one embodiment, various processing may be
performed between mobile wireless devices after a meeting
has concluded. Example processing includes, without limita-
tion, deleting data from mobile wireless devices and gener-
ating meeting records. This approach ensures that informa-
tion used during a meeting that is not needed for another
meeting will be deleted from mobile wireless devices that
participated in the meeting. This is particularly useful for
meetings that involve the use of confidential information
because it reduces the likelihood that the confidential infor-
mation is made available to third parties.

FIG. 22 is a flow diagram 2200 that depicts an approach for
a mobile wireless device to delete data associated with a
meeting that has concluded. In step 2202, upon conclusion of
the meeting, the mobile wireless device transmits to the
device management system 102, a signal that indicates that
the meeting has concluded. The signal may be transmitted by
any number of the mobile wireless devices that participated in
the meeting. For example, the signal may be sent by a par-
ticular mobile wireless device that is designated to transmit
the signal for the meeting on behalf of all attendees. One
example is the mobile wireless device of the meeting orga-
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nizer who, at the conclusion of the meeting, selects an icon on
the mobile wireless device to indicate that the meeting has
concluded. The selection of the icon causes the signal to be
transmitted to the device management system 102. The gen-
eration and transmission of the signal may be performed, for
example, by system module 304 and communications mod-
ule 304.

According to one embodiment, upon completion of a meet-
ing, mobile wireless devices indicate to the device manage-
ment system 102 one or more data items that were used in
association with the meeting and that are stored on the mobile
wireless devices. The term “data item” may refer to any type
of data used during the meeting. Examples of “data items”
include, without limitation, electronic documents and data
files. The indication may be transmitted to the device man-
agement system 102 with the signal indicating that the meet-
ing has concluded, or the indication may be sent separate
from the signal. The generation and transmission of the indi-
cation may be performed, for example, by system module 304
and communications module 304. The indication may be
made by any number of the participating mobile wireless
devices. For example, each of the participating mobile wire-
less devices may transmit an indication to the device man-
agement system 102. As another example, the mobile wire-
less device of a meeting organizer may transmit an indication
to the device management system 102 on behalf of one or
more of the mobile wireless devices that were used for the
meeting. The indication may be embodied in many different
forms, depending upon a particular implementation. For
example, the indication may be transmitted as a message,
email or other notification. The indication may specify the
data based upon, for example, file or document name, data
type, etc. For example, suppose that a particular meeting has
concluded and the particular meeting involved mobile wire-
less devices 106 and 108 and that a user of mobile wireless
device 106 was the meeting organizer. Suppose further that
electronic documents A and B were used by the participants
and stored on both wireless devices 106 and 108. At the
conclusion of the meeting, one or both of mobile wireless
devices 106 and 108 transmit a signal to the device manage-
ment system 102 to indicate that the meeting has concluded.
One or both of the mobile wireless devices 106 and 108 also
transmit an indication to the device management system 102
to indicate that electronic documents A and B were stored on
their respective mobile wireless devices 106 and 108. For
example, mobile wireless device 106 may transmit the indi-
cation on behalf of both mobile wireless devices 106 and 108,
or each mobile wireless device 106 and 108 may transmit
their own indications. Device management system 102 may
verify this information against data maintained by the docu-
ment manager 116.

There may be situations where content is created during a
meeting. For example, as previously described herein, mobile
wireless devices may be configured to share “boards” on
which content, such as drawings, notes, etc., may be created
in a collaborative manner among the meeting participants.
According to one embodiment, mobile wireless devices are
configured to transmit content created during a meeting to the
device management system 102. For example, suppose that
during a meeting between users of mobile wireless device 106
and 108 the participants create a drawing and notes using a
shared board, as previously described herein. One or more of
the mobile wireless devices 106 and 108 are configured to, at
the conclusion of the meeting, generate meeting data that
reflects the drawing and notes created during the meeting. For
example, the mobile wireless device of the meeting organizer
may create the meeting data. Alternatively, the meeting orga-
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nizer may designate another mobile wireless device to create
the meeting data. The meeting data is transmitted to the
device management system 102. The creation and transmis-
sion to the device management system 102 of meeting data is
optional and may be performed using various security mea-
sures to protect the meeting data. For example, the meeting
data may be encrypted and/or transmitted to the device man-
agement system 102 using a secure communications link.

In step 2204, the mobile wireless device determines
whether the mobile wireless device has stored thereon any
data items that are associated with the meeting that con-
cluded. If the mobile wireless device does not currently store
any data items used for the meeting, then the process is
complete in step 2206. If so, then in step 2208, a determina-
tion is made whether any of the data items remain stored on
the mobile wireless device. If not, then the process is com-
plete in step 2206. If, in step 2208, a determination is made
that the mobile wireless device stores one or more data items
associated with the meeting that concluded, then in step 2210,
one of the data items is selected. Next, in step 2212, a deter-
mination is made whether the selected data items will be used
in a future meeting. This determination may be made using a
variety of techniques. For example, another meeting that will
use the selected data items may already be scheduled or
planned. If the selected data items will be used in a future
meeting, then the selected data items are not deleted from the
mobile wireless device and the process returns to step 2208.
If, in step 2212, a determination is made that the selected data
items will not be used in a future meeting, then in step 2214,
the selected data items are deleted and then the process
returns to step 2208 to determine whether there are any
remaining data items stored on the mobile wireless device
that were associated with the meeting that concluded. The
selection and deletion of data items may be performed, for
example, by document management module 312.

FIG. 23 is a flow diagram 2300 that depicts example func-
tions performed by the device management system 102 upon
conclusion of a meeting. In step 2302, the device manage-
ment system 102 saves data related to the meeting. The data
may pertain to any attributes of the meeting. Example data
includes, without limitation, a name of the meeting, a type of
the meeting, a date of the meeting, a duration of the meeting,
attendees of the meeting, attributes of mobile wireless
devices used by the meeting attendees, data items used during
the meeting, etc. The data may be saved, for example, by
document manager 116 in a database used by the device
management system 102. The data may also include content
generated during the meeting by meeting participants.

In step 2304, the device management system 102 generates
meeting information for the meeting. The meeting informa-
tion may comprise, for example, a meeting record or report
and may be in a wide variety of formats, depending upon a
particular implementation. The meeting information may
include any of the information stored in the database by the
device management system 102. In step 2306, the meeting
information is transmitted to one or more recipients. The
recipients may include, for example, the mobile wireless
devices of the meeting organizer and/or meeting participants.
The meeting information, for example in the form of a meet-
ing record or report, may be used, for example, to document
the meeting, e.g., meeting minutes, and satisfy compliance
requirements imposed by an organization or governmental
body.

FIG. 24 is a flow diagram 2400 that depicts an example
approach for storing meeting-related information and gener-
ating meeting information that may be, for example, in the
form of a meeting report. In step 2402, the date and time of the
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meeting are recorded. For example, the device management
system 102 may store in a database, data that specifies the date
and time of the meeting. In step 2404, the meeting organizer
and attendees are recorded. In step 2406, a determination is
made whether data items exist for the meeting. As previously
described herein, data items may be type of data used during
the meeting. Examples of data items include, without limita-
tion, electronic documents and data files. If data items exist
for the meeting, then in step 2408, information for the data
items is recorded. For example, the document manager 116
may generate a meeting report that includes names and links
to electronic documents used during the meeting. In step
2410, a determination is made whether an agenda exists for
the meeting. If so, then in step 2412, the agenda is recorded.
For example, the document manager 116 may add the agenda
to the meeting record or report. In step 2414, a determination
is made whether any supplemental information exists for the
meeting and if so, then the supplemental information is added
to the meeting record or report. For example, supplemental
information may include decisions items agreed upon during
the meeting and action items assigned, as discussed in further
detail below.

FIG. 25 depicts an example meeting record or report 2500
generated via the approach of FIG. 24. The meeting record or
report 2500 includes information about the meeting that
occurred, such as the date of the meeting, the attendees,
documents used during the meeting, an agenda for the meet-
ing and notes provided by the meeting attendees. The meeting
report 2500 also includes decision items, which include infor-
mation about decisions made during the meeting and action
items, which include information about tasks assigned during
the meeting. Decision items and action items are discussed in
further detail below. The meeting record or report may
include embedded links to the documents used during the
meeting.

VIII. Automatic Meeting Option Determination

In many cases, determining the meeting availability for a
number of different persons presents a great challenge. The
scheduling conflicts often vary greatly from one person to the
next. In addition, the meeting attendees may be located in
several different areas. Accordingly, manually determining a
best meeting option is often time-consuming and inefficient.

Meeting system 122 greatly facilitates the meeting
arrangement process by automatically determining and rank-
ing meeting options that satisfy one or more meeting criteria
specified by a user. The meeting criteria may be specified
through the meeting arrangement form depicted in FIG. 21A.
For example, a meeting organizer may specify key persons,
additional persons, a possible date range for the meeting, and
the duration of the meeting. Meeting system 122 uses these
criteria and compares the criteria with scheduling informa-
tion, of the participants, provided by corporate communica-
tion and scheduling system 120, to determine and rank avail-
able meeting options.

The ranking of available meeting options may be per-
formed based upon a variety of ranking criteria, depending
upon a particular implementation. For example, the ranking
of'available meeting options may be based upon a total num-
ber of participants that are able to attend the meeting. As
another example, the ranking of available meeting options
may be based upon a number of additional participants and/or
key participants that are able to attend the meeting. In some
implementations, all available meeting options necessarily
include all key participants, in which case the ranking may not
be based upon a total number of key participants that are able
to attend the meeting. In other situations, however, not all key
participants may be required to attend and therefore the rank-
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ing may consider a total number of key participants that are
able to attend the meeting. Rankings may also be based upon
weightings assigned to participants (key or additional). For
example, the availability of particular participants to attend a
meeting may at a particular place and time may increase the
ranking of that particular place and time. The ranking criteria
may be specified by ranking criteria data that is made avail-
able to meeting system 122.

FIG. 26 is a flow diagram 2600 that depicts an approach for
a scheduling system to display meeting options based on
user-specified criteria and scheduling information, according
to an embodiment. In step 2602, the meeting system 122
causes a meeting arrangement request form, such as the form
depicted in FIG. 21A to be displayed to a user. The user
inputs, through the meeting arrangement request form, par-
ticipant identification information that identifies participants
invited to attend the meeting. The user further inputs sched-
uling information that identifies the date range during which
the meeting may be held and that identifies the anticipated
duration of the meeting. After the user has completed the
form, the user submits the form to the meeting system 122. In
step 2604, meeting system 122 extracts the participant iden-
tification information and scheduling information. In step
2606, meeting system 122 passes the extracted information to
corporate communication and scheduling system 120. In step
2608, corporate communication and scheduling system 120
determines whether there are any dates available within the
date range during which one or more participants may attend
the meeting. If no dates are available, then in step 2610,
meeting system 122 causes a message indicating failure of the
meeting arrangement to be displayed. In one embodiment, the
meeting system 122 may generate the failure message if it
determines that no dates are available for all participants to
attend the meeting. In another embodiment, the meeting sys-
tem 122 may generate the failure if it determines that no dates
are available for a threshold number of participants to attend
the meeting. For example, the meeting system may generate
the failure if at least two participants, such as the meeting
organizer and an invited participant, are not available to meet
at any time within specified range of dates. In step 2612,
meeting system 122 causes display of a calendar that includes
the dates, times, locations, and room information where the
meeting may be held. For example, the meeting options may
be presented similar to the meeting option presentation
depicted in FIG. 21B. The meeting options may be ranked
based on the number of participants that are available to
attend the meeting. Meeting times at which more participants
are available to attend are ranked higher than meeting times at
which fewer participants are available to attend. As used
herein, “available to attend” refers to either a person available
to attend the meeting at the physical location of the meeting or
a person available to attend the meeting remotely through a
network device, such as a tablet, laptop, or desktop computer.

FIG. 27 is a flow diagram 2700 that depicts an approach for
a scheduling system to display meeting options based on key
participant and additional participant availability, according
to an embodiment. In step 2702, meeting system 122 receives
data that identifies a meeting organizer, key participants,
additional participants, a date range, and a time duration for a
meeting. Key participants are participants that are required to
attend the meeting, according to one embodiment. By con-
trast, additional participants are participants who may be
invited to attend the meeting, but are not required to attend a
meeting. In step 2704, meeting system 122 coordinates with
corporate communication and scheduling system 120 to find
dates, times, and locations where the organizer and key par-
ticipants can meet and stores these dates times and locations.
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In step 2706, meeting system 122 determines whether any
dates times and locations have been found. If not, then meet-
ing system 122 generates a notification that no meeting can be
arranged. Otherwise, in step 2710, meeting system 122
searches communication and scheduling system 120 for addi-
tional participant scheduling data to determine which of the
date, time, and location meeting options would allow the
greatest number of additional participants to attend. The
meeting system 122 ranks the meeting options from the great-
est number of attendees to the fewest number of attendees.
The meeting options and rankings are presented to the user,
such as depicted in FIG. 21B. As illustrated, the meeting
options and rankings are displayed on a calendar, which
allows the user to easily identify the available dates, times,
and rankings. The user may select any of the meeting options
displayed. In response, the meeting system 122 generates a
meeting request from, such as depicted in FIG. 21C. After the
user submits the meeting request form, meeting system gen-
erates and sends a meeting invitation to the appropriate par-
ticipants. This meeting request is sent to all participants speci-
fied by the user. Alternatively, the meeting request may be
sent to only those participants that corporate meeting and
scheduling system 120 determines are available to attend the
selected meeting option. If a participant accept the meeting
request, meeting system 122 automatically updates the par-
ticipant’s schedule by adding the meeting information,
including the date, time, duration, and location of the meet-
ing.

IX. Meeting Planning and Presentation

Meeting system 122 may also be configured to manage and
facilitate the meeting planning and presentation process. For
example, a user, such as a meeting organizer, may submit
outline data, decision items, and action items to meeting
system 122 before a meeting begins. Outline data may gen-
erally comprise any data that the user wishes to be presented
to meeting participants during the meeting. For example,
outline data may include, without limitation, slides, such as a
PowerPoint presentation data, text data, image data, or other
data to be presented to participants during the meeting. Deci-
sion items are items that are expected to be decided during the
meeting. Action items are tasks that are expected to be
assigned during the meeting.

FIG. 28 depicts an example meeting planning form that
may be used by a user to prepare for a meeting. The interac-
tion between the system and a user can be through a browser
or some graphical interface. After the user logs into the sys-
tem, the system displays the pending meeting dates and times
that the user arranged. When the user chooses the time and
dates, the form is displayed for the input by the user. If the user
previously filled in all or part of the items, those are displayed.
The meeting planning form may be displayed to the user in
response to the user selecting a scheduled meeting from a
calendar or in response to the user scheduling a meeting. The
meeting planning form specifies the agenda, location, orga-
nizer, key persons, additional persons, date and time of the
meeting. This information may be automatically populated
based on the meeting selected by the user. The user can then
fill in the outline, decision to be made, and action items that
the user desires. The user may copy and paste or type the
outline. In an alternative embodiment, the user may attach a
file, such as a PowerPoint presentation, to be displayed during
the meeting. The meeting planning form includes a submit
button for the user to submit the meeting planning form to
meeting system 122. The outline, decisions items, and action
items are shown to one or more participants during the meet-
ing through the participant’s device such as a tablet, laptop, or
desktop computer. Accordingly, all participants attending the
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meeting may easily follow the presentation, even if the par-
ticipants are remotely located.

FIG. 29 is a flow diagram 2900 that depicts an approach for
ameeting system to obtain and store planning information. In
step 2902, meeting system 122 causes a meeting planning
form, such as the one depicted in FIG. 28, to be displayed to
a user. In step 2904, the meeting planning form obtains out-
line, decision, and action item information from the meeting
planning form, as submitted by the user. In step 2906, meeting
system 112 stores outline, decision, and action item planning
data. The meeting system 122 links the planning information
with meeting information, such as the date, time, location,
and participants of the meeting data. Thus, meeting system
122 may automatically cause display of the outline, decision,
and action items to one or more participants as the meeting
begins.

FIG. 30 depicts an example display that may be shown and
updated during a meeting. The display includes the outline,
decision, and action items previously submitted by the user
via the meeting planning form, such as depicted in FIG. 28.
The display is presented to one or more network devices that
are connected to meeting system 122 and are associated with
participants that are authorized to attend the meeting. If there
are multiple pages associated with the outline, the meeting
organizer may control which page is displayed. If the meeting
organizer changes the page that is displayed, the change will
be synchronized across all participating devices so that the
participating devices will display the same presentation data.
The decision items and action items that are displayed may be
updated at any point during the meeting. Updating access
may be restricted to a single participant, such as the meeting
organizer, a group of participants, such as the key partici-
pants, or may be permitted by any participant attending the
meeting. The display depicted in FIG. 30 does not include a
“submit” button as the updated information will be taken and
used to generate meeting record data automatically when the
meeting ends. For example, the outline, decision, and action
times may be recorded in step 2414 in FIG. 24 to be added in
the meeting record data. If a decision or action item has not
been updated before the meeting is completed, meeting sys-
tem 122 may prompt a participant, such as the meeting orga-
nizer to update the items or may otherwise generate a flag to
notify one or more participants that an item has been left
unaddressed before the closing of the meeting. For example,
the system may generate a flag if a decision has been left
unresolved or if an action item has not been assigned by the
meeting’s end. The user may then choose to update the item
or close the meeting without addressing the item.

X. Decision and Action Item Processing

The action item and decision items that are presented dur-
ing the meeting may be dynamically updated at any time. For
example, after a decision has been agreed upon, a participant
may select a particular decision item and add information
identifying how the particular decision item was resolved
during the meeting. As another example, the action items may
be updated to reflect a task assignment. Referring to FIG. 30,
the “What”, “By When” and “Who” fields may be updated at
any time during the meeting. The user may have intentionally
left one or more of these fields blank in the meeting planning
preparation process. The other fields are automatically popu-
lated with information the user specified via the meeting
planning form depicted in FIG. 28 for display during the
meeting. GUI elements may be used to facilitate dynamic
item updates during the meeting. For example, the “Who”
section of Action items may include drop down buttons where
the participants of the meeting are shown, so the meeting
organizer does not need to type in the name to assign the
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action item. Alternatively, the drop down button may show
any person with the corporation, regardless of whether they
are a participant of the meeting. Thus, the action item may be
assigned to a participant of the meeting or a person who is not
attending the meeting. For example, supervisors within a
corporation attending a meeting may assign action items to
employees that are not present at the meeting. Additional
decision items and action items, not included in the meeting
planning form, may be added during the meeting by selecting
the corresponding “Add Row” buttons depicted in FIG. 30,
although the GUI may vary from implementation to imple-
mentation.

Meeting system 122 coordinates the assigned action items
with corporate communication and scheduling system 120.
Accordingly action item and other meeting information may
be automatically and seamlessly be integrated into a user’s
schedule. FIG. 31 is a flow diagram 3100 that depicts an
approach for extracting and setting up task information,
according to an embodiment. In step 3102, meeting system
122 extracts action item related information. For example,
meeting system 122 may automatically parse the action item
data at the conclusion of a meeting to determine to whom a
task is assigned. In step 3104, meeting system 122 sets up the
tasks to be performed with the target date for each person that
has been assigned a task. For instance, meeting system 122
may send the action item information, including data identi-
fying the person who is assigned the task, the target date for
completion of the task, and a description of the task, to cor-
porate communication and scheduling system 120. In
response, corporate communication and scheduling system
120 updates the schedule of the person to whom the task is
assigned by adding the task to the person’s schedule. Adding
the task to the person’s schedule may include, but is not
limited to, setting periodic or other automatic reminders to
remind the person of the tasks due date, adding the task
description to the calendar on the date that it is due, and
adding the task to a to-do list for the person.

At the conclusion of the meeting, the meeting system 122
determines whether any action or decision items have not
been addressed. If an action item or decision item has not been
addressed, then meeting system 122 may automatically incor-
porate the item into the schedule of the meeting organizer to
remind the meeting organizer that a decision or task remains
unaddressed. For example, meeting system 122 may send
action or decision related information to corporate commu-
nication and scheduling system 120 to add the item to the
organizer’s to-do list.

XI. Managing Access to Electronic Documents on Client
Devices

According to one embodiment, approaches are provided
for using policy data to manage access to data on client
devices. The device management system 102 may be config-
ured to manage access to data on client devices using policy
data. The policy data indicates one or more policies that apply
to data to be downloaded to client devices. The policies
specify one or more download and processing restrictions to
be enforced with respect to the particular electronic document
at client devices for example, particular hardware and soft-
ware configurations that are required at client devices before
data is permitted to be downloaded to those client devices.
The policies may also specify other requirements that must be
satisfied before data is permitted to be downloaded to those
client devices, for example, user authentication.

As previously described herein, FIG. 6C depicts an
example policy data table 670 maintained by policy manager
112 that includes policy data defined for particular data
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attribute values. In this example, the policy data specifies
download and processing restrictions for data downloaded to
client devices.

FIG. 33 depicts a device classification table 3300 that
specifies one or more device classification attributes for each
of three device classifications. The depiction and description
of three device classifications is provided for explanation
purposes only and the number and types of device classifica-
tions may vary depending upon a particular implementation
and the invention is not limited to any particular number or
types of device classifications. For example, some implemen-
tations may use a greater number of device classifications to
provide greater granularity.

In the example depicted in device classification table 3300,
the three device classifications include Special Devices, Gen-
eral Devices Configured by a Business Organization and
General Devices. The Special Devices device classification is
representative of devices having a most restrictive set of
device attributes. The General Devices Configured by a Busi-
ness Organization is representative of devices having an inter-
mediate level of device attributes and the General Devices
device classification is representative of devices having a
least restrictive set of device attributes. Devices correspond-
ing to the General Devices device classification are general
purpose devices, for example, tablet computers, laptop and
desktop computers and smart phones, etc., that are not regis-
tered with or maintained by a business organization. Devices
corresponding to the General Devices Configured by a Busi-
ness Organization device classification are general purpose
devices that are registered with and maintained by a business
organization and configured to support enforcement of docu-
ment and security policies. For example, users of devices in
these two device classifications may not be allowed to install
any software or otherwise change the configuration of their
device. Information technology personnel of the business
organization are responsible for maintaining and updating the
configuration, including changing settings and installing soft-
ware. Devices corresponding to the Special Devices device
classification are special purpose devices that are registered
with and maintained by a business organization and config-
ured to support enforcement of document and security poli-
cies. Devices in both the Special Devices device classification
and the General Devices Configured by a Business Organi-
zation device classifications may be configured with special
hardware, software, or any combination of hardware and
software to support enforcement of document and security
policies. This may include, for example, special firmware,
operating system software or application programs that are
installed and maintained by a business organization to sup-
port enforcement of document and security policies. Devices
configured in this manner are capable of implementing the
download and processing restrictions specified by the policy
data table 670 of FIG. 6C.

Consider the following example. Suppose that a user of the
client device has an authorization level of 2 and wishes to
view on their client device an electronic document having an
attribute value corresponding to Level 1. According to the
policy data table 670, the download and processing restric-
tions associated with Level 1 data specify that the download
of data is to be performed based upon authorization level.
According to the policy data contained in the policy data table
600, since the user has an authorization level of 2 and the data
has a data attribute value corresponding to Level 1, the data
may be downloaded to the client device only if the client
device is within the building of the business organization.
This is because the policy specifies that for a user having an
authorization level 2, Level 0 and Level 1 data cannot be
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stored on the client device if the client device is outside the
building of the business organization, but only Level 0 data
cannot be stored on the client device inside the building of the
business organization. Assuming that the client device is
within a building of the business organization, then according
to the policy data table 670, the requested data may be down-
loaded to the client device.

Referring again to the policy data table 670, the download
and processing restrictions associated with Level 1 data also
specify that no image copy of the data or a copy of the data
may be made at the client device. In addition, the data may
only be forwarded to other devices in accordance with the
same authorization level. For example, the data may not be
forwarded to another user with a lower authorization level,
which in the present example, is an authorization level lower
than authorization level 2. Thus, in this example, the user may
download the electronic document to their client device, but is
not permitted to make an image copy of the display at the
client device or make a copy of the electronic document. In
addition, the electronic document may only be forwarded to a
user of another device when that user has an authorization
level that is at least as high, i.e., least restrictive, as the current
user.

As indicated by this example, multiple policies may be
applied to manage access to data on client devices. As one
non-limiting example, a first policy may be applied to deter-
mine user authentication requirements. A second policy may
be applied to determine download and processing restrictions
for the client device. A third policy may be applied to imple-
ment the processing restrictions at the client device, for
example, to control forwarding of data to other devices.
According to one embodiment, data indicating corresponding
device classifications for devices is maintained by device
manager 118.

FIG. 34 is a message ladder diagram 3400 that depicts
example messages exchanged between mobile wireless
device 106 and the device management system 102 to manage
access to data on the mobile wireless device 106, according to
one embodiment. For purposes of explanation, the message
ladder diagram 3400 is depicted and explained in the context
of downloading an electronic document (referred to herein-
after as “the document”) to the mobile wireless device 106,
but embodiments are not limited to this context and are appli-
cable to any type of electronic data. In addition, various
messages and steps are depicted and described as being gen-
erated by and performed by, respectively, particular elements
of'the device management system 102 for purposes of expla-
nation, but embodiments are not limited to this particular
example and the various messages and steps depicted may be
generated by and performed by other elements of the device
management system 102.

Referring to FIG. 34, the mobile wireless device 106 gen-
erates and transmits a document request 3402 to the device
management system 102 and the document request 3402 is
directed to the document manager 116. The document request
3402 may be generated and transmitted in a variety of ways,
depending upon the type of mobile wireless device 106 and
upon a particular implementation. Examples include, without
limitation, a user selecting to read an email from an email
client, a user selecting to view an electronic document or a
data file from a word processing program or a document
viewer program, and a user requesting a Web page from an
Internet browser program. The document request 3402 may
be a request to view data, download data in its original form,
or download data in a different form. The document request
3402 contains data that identifies the document and may also
include data that specifies a requested format of the requested
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document. The data that specifies the requested format may
explicitly identify a requested format, or may indirectly iden-
tify a requested format, for example, by indicating a file type
or extension.

In response to receiving the document request 3402, the
document manager 116 generates and transmits a policy
request 3404 to the policy manager 112. The policy request
3404 requests policy data that indicates one or more policies
that apply to the requested document. The policy manager
112 processes the policy request 3404 to identify policies
associated with the requested document, for example, by
performing a search based upon the data that identifies the
requested document contained in the document request 3402.
For example, the policy manager 112 may determine a cor-
responding level for the requested document and then use the
policy data table 670 of FIG. 6C to determine a policy that
corresponds to the requested document and specifies down-
load and processing restrictions that are to be applied to the
requested document.

The policy manager 112 transmits policy data 3406 back to
the document manager 3406 that evaluates the policy data
3406 to determine whether a user authentication policy
applies to the requested document. For example, the policy
data 3406 may identity a particular policy that is to be applied
to the requested document. Assuming that a policy is to be
applied to the requested document that requires user authen-
tication, then the document manager 116 generates and trans-
mits a user information request 3408 to the mobile wireless
device 106. The mobile wireless device 106 generates and
transmits user information 3410 to the document manager
116. The user information 3410 may include a wide variety of
information that may vary depending upon a particular imple-
mentation. Examples of user information 3410 include, with-
out limitation, a user identification (ID), a password and
biometric information. The user information may already be
available on the mobile wireless device 106 or may be queried
from a user, for example via a user interface or a biometric
interface.

In response to receiving the user information 3410, the
document manager 116 generates and transmits to the per-
sonnel information manager 114 an authentication request
3412 to request authentication of the user of the mobile wire-
less device 106. The personnel information manager 114
determines, based upon the user information 3410, whether
the corresponding user is authorized to access the requested
document and generates and transmits to the document man-
ager 116 an authentication result 3414. Determining whether
the corresponding user is authorized to access the requested
document may include applying a policy associated with a
user authentication level as depicted and described herein
with respect to the policy data table 600 of FIG. 6 A. This may
also, or instead, include applying a policy associated with a
project, group or user as depicted and described herein with
respect to the policy data table 650 of FIG. 6B.

If the authentication result 3414 indicates that the user of
the mobile wireless device 106 is not authorized to access the
document, then the document manager 116 generates and
transmits a notification to the mobile wireless device 106
indicating that the user of the mobile wireless device 106 is
not authorized to access the document. The mobile wireless
device 106 may process the notification, for example, by
notifying the user that they are not authorized to access the
document. If the authentication result 3414 indicates that the
user of the mobile wireless device 106 is authorized to access
the document, then the document manager 116 generates and
transmits a device information request 3416 to the mobile
wireless device 106 to obtain information about the mobile
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wireless device 106. The mobile wireless device 106 gener-
ates and transmits device information 3418 to the document
manager 116. The device information 3418 may include data
that merely identifies the mobile wireless device 106. When
the mobile wireless device 106 is registered with the device
management system 102, this is sufficient information for the
device management system 102 to determine the current
capabilities and configuration state of the mobile wireless
device 106. For example, referring to device classification
table 3300 of FIG. 33, devices in the Special Devices and
General Devices Configured by a Business Organization
device classifications are generally registered with the device
management system 102, since devices belonging to these
device classifications are configured and maintained by a
business organization. Devices belonging to the General
Devices device classification may or may not be registered
with the device management system 102, depending upon a
particular implementation. The device information 3418 may
include data in addition to, or instead of, the data that merely
identifies the mobile wireless device 106. For example, the
device information 3418 may include data that indicates the
current capabilities and configuration state of the mobile
wireless device 106.

In response to receiving the device information 3418, the
document manager 116, either alone or in combination with
other elements of the device management system 102, per-
forms device verification 3420. The device verification 3420
determines whether the mobile wireless device 106 is capable
of enforcing the download and processing restrictions speci-
fied by the one or more policies associated with the requested
document. This process may involve several different steps,
depending upon the particular mobile wireless device 106 and
a particular implementation. For example, the device man-
agement system 102 may first determine whether the mobile
wireless device 106 is currently registered with the device
management system 102. Ifthe mobile wireless device 106 is
currently registered with the device management system 102,
then the device classification and current configuration of the
mobile wireless device 106 is checked to determine whether
the mobile wireless device 106 is currently capable of enforc-
ing the download and processing restrictions specified by the
one or more policies associated with the requested document.
Even if the mobile wireless device 106 is currently registered
with the device management system 102, the device manage-
ment system 102 may obtain the current classification and
configuration of the mobile wireless device 106 in case the
classification or configuration has changed since the last time
the classification and configuration information was updated
for the mobile wireless device 106 in the device management
system 102. If the mobile wireless device 106 is not currently
registered with the device management system 102 or has a
General Devices classification, the device management sys-
tem 102 may obtain the current classification and configura-
tion of the mobile wireless device 106.

FIG. 35 is a message ladder diagram 3500 that depicts
example messages exchanged between the device manage-
ment system 102 and the mobile wireless device 106 to per-
form a device qualification check of the mobile wireless
device 106. The document manager 116 generates and trans-
mits to the mobile wireless device 106 a device identification
ID request 3502 to request data that identifies the mobile
wireless device 106. For purposes of explanation, this
approach is depicted in FIG. 35 and described herein in the
context of the document manager 116 generating and trans-
mitting the device ID request 3502, but this may be performed
by other elements of the device management system 102,
depending upon a particular implementation. The form and
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content of the device ID request 3502 may vary depending
upon a particular implementation. As one non-limiting
example, the device ID request 3502 may be an SNMP
request.

In response to receiving the device 1D request 3502, the
mobile wireless device 106 provides device identification
data 3504 to the document manager 116. The device identi-
fication data 3504 may be any data that identifies the mobile
wireless device 106 and the invention is not limited to any
particular type or form of document identification data 3504.
Examples of device identification data 3504 include, without
limitation, a name, an address, a serial number, an identifica-
tion code, a MAC address, a signature, etc. If the device
identification data 3504 cannot be obtained from the mobile
wireless device 106, then the device qualification check is
considered to be unsuccessful.

Assuming that the document manager 116 receives the
device identification data 3504, the document manager 116
generates and transmits to the device manager 118 a device
information request 3506. The device information request
3506 includes data that identifies the mobile wireless device
106. This may include, for example, the device identification
data 3504 received from the mobile wireless device 106. In
response to receiving the device information request 3506,
the device manager 118 transmits to the document manager
116 device information 3508 that indicates one or more
attributes of the mobile wireless device 106. For example, the
device information 3508 may indicate the current device clas-
sification and current configuration of the mobile wireless
device 106. According to one embodiment, the device man-
agement system 102 maintains data that indicates the current
device classification and current configuration of client
devices registered with the device management system 102.

The document manager 116 causes a configuration check
request 3510 to be generated and transmitted to the mobile
wireless device 106 to obtain the current configuration of the
mobile wireless device 106. The configuration check request
3510 may be generated by the document manager 116 itself,
or for example, by another software process configured to
perform configuration checks, such as device audit software
that is invoked by the document manager 116 or other ele-
ments of the device management system 102. In response to
receiving the configuration check request 3510, the mobile
wireless device generates and transmits to the document man-
ager 116 configuration results 3518 that indicate the current
configuration of the mobile wireless device 106. The configu-
ration check request 3510 may cause the execution of a spe-
cial software process on the mobile wireless device 106. The
special software process may be pre-installed by the business
organization and may be unknown to the user of the mobile
wireless device 106. The special process may generate and
provide the configuration results 3518. One example of a
special process is audit software that is installed and config-
ured by information technology personnel of a business orga-
nization. The configuration results 3518 may include a wide
variety of information, depending upon a particular imple-
mentation, and the invention is not limited to any particular
type or form of information contained in the configuration
results 3518. Examples of data included in the configuration
results 3518 include, without limitation, one or more hard-
ware attributes, such as installed hardware elements, one or
more software attributes indicating the installed operating
system and one or more installed software programs. As
described hereinafter in more detail with respect to FIG. 36,
the configuration results 3518 may be used to verify the
configuration of the mobile wireless device 106.
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FIG. 36 is a flow diagram 3600 that depicts an approach for
performing a device qualification check according to an
embodiment. In step 3602, device ID data is obtained. For
example, the device management system 102 queries the
mobile wireless device 106 for data that identifies the mobile
wireless device 106. In step 3604, a check is made to deter-
mine whether the client device is registered. For example, the
device management system 102 determines, based upon the
device ID data received from the mobile wireless device 106,
whether the mobile wireless device 106 is currently registered
with the device management system 102. This may be done,
for example, by determining whether registration data exists
in the device management system 102 for the mobile wireless
device 106. In step 3606, if the device is not currently regis-
tered with the device management system 102, then in step
3608, the device is classified as a General Device, which may
include storing data in the device management system 102
indicating that the mobile wireless device 106 is classified as
a General Device.

If in step 3606, the device is registered, then in step 3610,
the request is made to the device to run a system check to
obtain the current device classification and configuration.
This may include, for example, invoking audit software
installed on the mobile wireless device 102 that provides the
current configuration of the mobile wireless device 106. In
step 3612, the current device classification and configuration
obtained from the device are compared to the current device
classification and configuration data stored in the device man-
agement system 102 for the device. In step 3614, a determi-
nation is made whether the device classification or configu-
ration has changed. If so, then in step 3608 the device is
classified as a General Device, since the current configuration
of the mobile wireless device 106 cannot be relied upon to
enforce a download and processing restriction policy.

If no change has occurred, then in step 3616, the device is
classified according to its current configuration state. For
example, if the current configuration supports enforcement of
document policies and security, then the device is classified as
either a General Device Configured by a Business Organiza-
tion or a Special Device, depending upon whether the device
is a general purpose device or a special device.

Returning to FIG. 34, if the device verification 3420 is not
successfully completed, then document manager 116 may
generate and transmit a message to the mobile wireless device
106 indicating that the device verification 3420 was not suc-
cessful. In response to receiving this message, the mobile
wireless device 106 may notify the user that the device veri-
fication 3420 was not successful. If the device verification
3420 has been successfully completed, then the document
manager 116 provides the requested document 3424 to the
mobile wireless device 106. The format of the requested
document 3424 may be requested by a user of the mobile
wireless device 106, for example, by the user selecting the
document in a particular format. Alternatively, the device
management system 102 may determine the format of the
requested document 3424. For example, the device manage-
ment system 102 may provide the requested document 3424
in a protected format that limits the ability of a user of the
mobile wireless device 106 to edit and/or save the requested
document 3424.

FIG. 37 is a flow diagram 3700 that depicts an approach for
using policies to manage access to data on the mobile wireless
device 106, according to one embodiment. In step 3702, a
document request is received. For example, the device man-
agement system 102 may receive a request for a document
from the mobile wireless device 106. In step 3704, policy data
is obtained for the requested document. For example, the
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policy manager 112 may identify one or more policies asso-
ciated with the requested document based upon identification
data that identifies the requested document. In step 3706, user
information is obtained from the mobile wireless device 106.
Inthis example it is presumed that the policy for the requested
document indicates that user authorization is a prerequisite to
allowing download of the document to the mobile wireless
device 106. In step 3708, a determination is made whether the
user is authorized based upon the user information. For
example, the document manager 116 may verify whether the
user information obtained in step 3706 matches user infor-
mation stored by the device management system 102. If not,
then a message is generated and transmitted to the mobile
wireless device 106 rejecting access to the requested docu-
ment. The message may include data which, when conveyed
to the user, indicates that the user is not authorized to access
the document. If the user is authorized to access the requested
document, then in step 3712, device information is obtained.
The device information obtained includes information suffi-
cient to determine whether, in step 3714, the mobile wireless
device 106 satisfies the requirements of the policies for the
requested document. The mobile wireless device 106 must be
configured to enforce the download and processing restric-
tions for the requested document, as previously described
herein. If not, then in step 3710, a message is generated and
transmitted to the mobile wireless device 106 rejecting access
to the requested document. The message may include data
which, when conveyed to the user, indicates that the mobile
wireless device 106 is not currently configured to enforce the
download and processing restrictions associated with the
requested document. If in step 3714, the mobile wireless
device 106 is determined to be configured to satisfy the
requirements of the policies for the requested document, then
in step 3716, the document is prepared, if applicable, and
transmitted to the mobile wireless device 106.

In the foregoing specification, embodiments have been
described with reference to numerous specific details that
may vary from implementation to implementation. Thus, the
sole and exclusive indicator of what is, and is intended by the
applicants to be the invention is the set of claims that issue
from this application, in the specific form in which such
claims issue, including any subsequent correction. Hence, no
limitation, element, property, feature, advantage or attribute
that is not expressly recited in a claim should limit the scope
of'such claim in any way. The specification and drawings are,
accordingly, to be regarded in an illustrative rather than a
restrictive sense.

What is claimed is:

1. A computer-readable medium for managing access to a
particular electronic document, the computer-readable
medium storing instructions which, when processed by one or
more processors, causes:

a device management system receiving, from a client
device, a request to access a particular electronic docu-
ment;

determining, from a plurality of policies, one or more poli-
cies that apply to the particular electronic document,
wherein the one or more policies specify one or more
download and processing restrictions to be enforced
with respect to the particular electronic document at
client devices based at least in part on a user authentica-
tion level,

determining, based upon the one or more download and
processing restrictions to be enforced with respect to the
particular electronic document at client devices, that
user authentication is required to download the particu-
lar electronic document to the client device;
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in response to determining that user authentication is

required to download the particular electronic document

to the client device, determining whether a user of the

client device is authorized to download the particular

electronic document based at least in part on the user

authentication level of the user of the client device;

inresponse to determining that the user of the client device

is authorized to download the particular electronic docu-

ment:

determining one or more attributes of the client device to
which the particular electronic document is to be
downloaded,

determining, based upon the one or more attributes of
the client device to which the particular electronic
document is to be downloaded, whether the client
device is currently configured to enforce the one or
more download and processing restrictions with
respect to the particular electronic document on the
client device,

determining, based upon one or more attributes of the
client device to which the particular electronic docu-
ment is to be downloaded, whether the client device is
currently configured to determine a user authentica-
tion level of a user of one or more other devices based
at least in part on the user authentication level of the
user of the one or more other devices, and

in response to determining, based upon the one or more
attributes of the client device to which the particular
electronic document is to be downloaded, that the
client device is currently configured to enforce the one
or more download and processing restrictions with
respect to the particular electronic document on the
client device and, based upon one or more attributes of
the client device to which the particular electronic
document is to be downloaded, whether the client
device is currently configured to determine a user
authentication level of a user of one or more other
devices and enforce the plurality of policies on the one
or more other devices based, at least in part, on the
user authentication level of the user of the one or more
other devices, then providing the particular electronic
document to the client device.

2. The computer-readable medium of claim 1, wherein
determining whether a user of the client device is authorized
to download the particular electronic document includes:

obtaining user authentication data for the user of the client

device, and

determining, based upon the user authentication data,

whether the user is authorized to download the particular
electronic document.

3. The computer-readable medium of claim 1, wherein
determining whether a user of the client device is authorized
to download the particular electronic document includes:

determining an authorization level that corresponds to the

user of the client device,

determining, based upon the one or more policies that

apply to the particular electronic document, one or more
attributes of electronic documents that are permitted to
be downloaded to client device, and

determining, based upon the authorization level that cor-

responds to the user of the client device and the one or
more attributes of electronic documents that are permit-
ted to be downloaded to client device and one or more
attributes of the particular electronic document, whether
the user is authorized to download the particular elec-
tronic document to the client device.
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4. The computer-readable medium of claim 1, wherein the
one or more processing restrictions to be enforced with
respect to the particular electronic document at client devices
include one or more of allowing only data of one or more
specified formats to be downloaded to the particular client
device, allowing only the display of the particular electronic
document at the client device, not allowing a copy of the
particular electronic document to be stored at the client
device, allowing a copy of the particular electronic document
to be stored at the client device in accordance with an autho-
rization level, not allowing a copy of the particular electronic
document to be forwarded from the client device to another
device, allowing a copy of the particular electronic document
to be forwarded from the client device to another device in
accordance with an authorization level, or deleting the par-
ticular electronic device from the client device after display of
the particular electronic document.

5. The computer-readable medium of claim 1, wherein
determining, based upon the one or more attributes of the
client device to which the particular electronic document is to
be downloaded, whether the client device is currently config-
ured to enforce the one or more download and processing
restrictions with respect to the particular electronic document
on the client device includes determining whether the client
device is currently configured to allow only the display of the
particular electronic document at the client device, not allow
a copy ofthe particular electronic document to be stored at the
client device, allow a copy of the particular electronic docu-
ment to be stored at the client device in accordance with an
authorization level, or not allow a copy of the particular
electronic document to be forwarded from the client device to
another device.

6. The computer-readable medium of claim 1, wherein
determining, based upon the one or more attributes of the
client device to which the particular electronic document is to
be downloaded, whether the client device is currently config-
ured to enforce the one or more download and processing
restrictions with respect to the particular electronic document
on the client device includes determining whether the current
hardware and software configuration of the client device
allows only the display of the particular electronic document
at the client device, does not allow a copy of the particular
electronic document to be stored at the client device, allows a
copy of the particular electronic document to be stored at the
client device in accordance with an authorization level, or
does not allow a copy of the particular electronic document to
be forwarded from the client device to another.

7. The computer-readable medium of claim 1, wherein
determining, from a plurality of policies, one or more policies
that apply to the particular electronic document, is performed
based on at least one or more of a file type of the particular
electronic document or a logical group that corresponds to the
particular electronic document.

8. An apparatus for managing access to a particular elec-
tronic document, the apparatus including a memory storing
instructions which, when processed by one or more proces-
sors, cause:

a device management system receiving, from a client
device, a request to access a particular electronic docu-
ment;

determining, from a plurality of policies, one or more poli-
cies that apply to the particular electronic document,
wherein the one or more policies specify one or more
download and processing restrictions to be enforced
with respect to the particular electronic document at
client devices;
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determining, based upon the one or more download and
processing restrictions to be enforced with respect to the
particular electronic document at client devices, that
user authentication is required to download the particu-
lar electronic document to the client device;

in response to determining that user authentication is

required to download the particular electronic document
to the client device, determining whether a user of the
client device is authorized to download the particular
electronic document;

inresponse to determining that the user of the client device

is authorized to download the particular electronic docu-

ment:

determining one or more attributes of the client device to
which the particular electronic document is to be
downloaded,

determining, based upon the one or more attributes of
the client device to which the particular electronic
document is to be downloaded, whether the client
device is currently configured to enforce the one or
more download and processing restrictions with
respect to the particular electronic document on the
client device,

determining, based upon one or more attributes of the
client device to which the particular electronic docu-
ment is to be downloaded, whether the client device is
currently configured to determine a user authentica-
tion level of a user of one or more other devices based
at least in part on the user authentication level of the
user of the one or more other devices, and

in response to determining, based upon the one or more
attributes of the client device to which the particular
electronic document is to be downloaded, that the
client device is currently configured to enforce the one
or more download and processing restrictions with
respect to the particular electronic document on the
client device and, based upon one or more attributes of
the client device to which the particular electronic
document is to be downloaded, whether the client
device is currently configured to determine a user
authentication level of a user of one or more other
devices and enforce the plurality of policies on the one
or more other devices based, at least in part, on the
user authentication level of the user of the one or more
other devices, then providing the particular electronic
document to the client device.

9. The apparatus of claim 8, wherein determining whether
a user of the client device is authorized to download the
particular electronic document includes:

obtaining user authentication data for the user of the client

device, and

determining, based upon the user authentication data,

whether the user is authorized to download the particular
electronic document.

10. The apparatus of claim 8, wherein determining whether
a user of the client device is authorized to download the
particular electronic document includes:

determining an authorization level that corresponds to the

user of the client device,

determining, based upon the one or more policies that

apply to the particular electronic document, one or more
attributes of electronic documents that are permitted to
be downloaded to client device, and

determining, based upon the authorization level that cor-

responds to the user of the client device and the one or
more attributes of electronic documents that are permit-
ted to be downloaded to client device and one or more
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attributes of the particular electronic document, whether
the user is authorized to download the particular elec-
tronic document to the client device.

11. The apparatus of claim 8, wherein the one or more
processing restrictions to be enforced with respect to the
particular electronic document at client devices include one
or more of allowing only data of one or more specified for-
mats to be downloaded to the particular client device, allow-
ing only the display of the particular electronic document at
the client device, not allowing a copy of the particular elec-
tronic document to be stored at the client device, allowing a
copy of the particular electronic document to be stored at the
client device in accordance with an authorization level, not
allowing a copy of the particular electronic document to be
forwarded from the client device to another device, allowing
a copy of the particular electronic document to be forwarded
from the client device to another device in accordance with an
authorization level, or deleting the particular electronic
device from the client device after display of the particular
electronic document.

12. The apparatus of claim 8, wherein determining, based
upon the one or more attributes of the client device to which
the particular electronic document is to be downloaded,
whether the client device is currently configured to enforce
the one or more download and processing restrictions with
respect to the particular electronic document on the client
device and on one or more other devices includes determining
whether the client device is currently configured to allow only
the display of the particular electronic document at the client
device, not allow a copy of' the particular electronic document
to be stored at the client device, allow a copy of the particular
electronic document to be stored at the client device in accor-
dance with an authorization level, or not allow a copy of the
particular electronic document to be forwarded from the cli-
ent device to another device.

13. The apparatus of claim 8, wherein determining, based
upon the one or more attributes of the client device to which
the particular electronic document is to be downloaded,
whether the client device is currently configured to enforce
the one or more download and processing restrictions with
respect to the particular electronic document on the client
device and on one or more other devices includes determining
whether the current hardware and software configuration of
the client device allows only the display of the particular
electronic document at the client device, does not allow a
copy of the particular electronic document to be stored at the
client device, allows a copy of the particular electronic docu-
ment to be stored at the client device in accordance with an
authorization level, or does not allow a copy of the particular
electronic document to be forwarded from the client device to
another device.

14. The apparatus of claim 8, wherein determining, from a
plurality of policies, one or more policies that apply to the
particular electronic document, is performed based on at least
one or more of a file type of the particular electronic docu-
ment or a logical group that corresponds to the particular
electronic document.

15. A computer-implemented method for managing access
to a particular electronic document, the computer-imple-
mented method comprising:

a device management system receiving, from a client
device, a request to access a particular electronic docu-
ment;

determining, from a plurality of policies, one or more poli-
cies that apply to the particular electronic document,
wherein the one or more policies specify one or more
download and processing restrictions to be enforced
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with respect to the particular electronic document at
client devices based at least in part on a user authentica-
tion level,

determining, based upon the one or more download and

processing restrictions to be enforced with respect to the
particular electronic document at client devices, that
user authentication is required to download the particu-
lar electronic document to the client device;

in response to determining that user authentication is

required to download the particular electronic document

to the client device, determining whether a user of the

client device is authorized to download the particular

electronic document based at least in part on the user

authentication level of the user of the client device;

inresponse to determining that the user of the client device

is authorized to download the particular electronic docu-

ment:

determining one or more attributes of the client device to
which the particular electronic document is to be
downloaded,

determining, based upon the one or more attributes of
the client device to which the particular electronic
document is to be downloaded, whether the client
device is currently configured to enforce the one or
more download and processing restrictions with
respect to the particular electronic document on the
client device,

determining, based upon one or more attributes of the
client device to which the particular electronic docu-
ment is to be downloaded, whether the client device is
currently configured to determine a user authentica-
tion level of a user of one or more other devices based
at least in part on the user authentication level of the
user of the one or more other devices, and

in response to determining, based upon the one or more
attributes of the client device to which the particular
electronic document is to be downloaded, that the
client device is currently configured to enforce the one
or more download and processing restrictions with
respect to the particular electronic document on the
client device and, based upon one or more attributes of
the client device to which the particular electronic
document is to be downloaded, whether the client
device is currently configured to determine a user
authentication level of a user of one or more other
devices and enforce the plurality of policies on the one
or more other devices based, at least in part, on the
user authentication level of the user of the one or more
other devices, then providing the particular electronic
document to the client device.

16. The computer-implemented method of claim 15,
wherein determining whether a user of the client device is
authorized to download the particular electronic document
includes:

determining an authorization level that corresponds to the

user of the client device,

determining, based upon the one or more policies that

apply to the particular electronic document, one or more
attributes of electronic documents that are permitted to
be downloaded to client device, and

determining, based upon the authorization level that cor-

responds to the user of the client device and the one or
more attributes of electronic documents that are permit-
ted to be downloaded to client device and one or more
attributes of the particular electronic document, whether
the user is authorized to download the particular elec-
tronic document to the client device.
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17. The computer-implemented method of claim 15,
wherein the one or more processing restrictions to be
enforced with respect to the particular electronic document at
client devices include one or more of allowing only data of
one or more specified formats to be downloaded to the par-
ticular client device, allowing only the display of the particu-
lar electronic document at the client device, not allowing a
copy of the particular electronic document to be stored at the
client device, allowing a copy of the particular electronic
document to be stored at the client device in accordance with
an authorization level, not allowing a copy of the particular
electronic document to be forwarded from the client device to
another device, allowing a copy of the particular electronic
document to be forwarded from the client device to another
device in accordance with an authorization level, or deleting
the particular electronic device from the client device after
display of the particular electronic document.

18. The computer-implemented method of claim 15,
wherein determining, based upon the one or more attributes
of the client device to which the particular electronic docu-
ment is to be downloaded, whether the client device is cur-
rently configured to enforce the one or more download and
processing restrictions with respect to the particular elec-
tronic document on the client device and on one or more other
devices includes determining whether the client device is
currently configured to allow only the display of the particular
electronic document at the client device, not allow a copy of
the particular electronic document to be stored at the client
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device, allow a copy of the particular electronic document to
be stored at the client device in accordance with an authori-
zation level, or not allow a copy of the particular electronic
document to be forwarded from the client device to another
device.

19. The computer-implemented method of claim 15,
wherein determining, based upon the one or more attributes
of the client device to which the particular electronic docu-
ment is to be downloaded, whether the client device is cur-
rently configured to enforce the one or more download and
processing restrictions with respect to the particular elec-
tronic document on the client device and on one or more other
devices includes determining whether the current hardware
and software configuration of the client device allows only
the display of the particular electronic document at the client
device, does not allow a copy of the particular electronic
document to be stored at the client device, allows a copy of the
particular electronic document to be stored at the client device
in accordance with an authorization level, or does not allow a
copy of the particular electronic document to be forwarded
from the client device to another device.

20. The computer-implemented method of claim 15,
wherein determining, from a plurality of policies, one or more
policies that apply to the particular electronic document, is
performed based on at least one or more of a file type of the
particular electronic document or a logical group that corre-
sponds to the particular electronic document.
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